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LanTraffic V2 Foreword

The content of this User Guide is provided for informational use only. It is subject to
change without notice, and must not be used as a commitment by ZTI.

ZTI could not be liable for any direct or indirect damages caused by the software or User’s
guide imperfection.

By any chances, if mistakes have slipped in this guide, do not hesitate to contact our client
support and make remarks.

Except when allowed by license agreement between ZTI and User, no part of this guide or
the software may be reproduced, transmitted in any form or by any means.

To contact us:

ZTI

1, boulevard d’Armor
B.P. 154

22302 Lannion Cedex
France

Phone:  +33 296 48 43 43

Fax: +33 296 48 14 85
Web: http://lwww.zti-telecom.com or http://www.zti.fr
Email: contact@zti-telecom.com (marketing & sales)

support@zti-telecom.com (technical support)

Copyrights

Copyright 1997-2004 ZTI. All rights reserved. The software described in this manual is furnished under a
France Telecom licensed product. License Agreement and may only be used in accordance with
the terms of this agreement.

No part of this manual may be copied, photocopied, reproduced, translated, or reduced to any electronic medium or
machine-readable form without prior written consent from ZTI.

All products and company names mentioned in this document are trademarks or registered trademarks of their
respective owners.
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Software License Agreement
This is an agreement between you (legal entity or physical person) and ZTlI.

e COPYRIGHT

The enclosed Software and documentation (here after called the Products) remains ZTI property.
French copyright laws and international treaties protect the products.

ZTI grants you the right to use the products according to the following:

e USE OF THE SOFTWARE
You may:
o Install the software on hard disk of your system accordingly with the software protection described in
the next paragraph.
o Make 1 backup copy of the software, provided this copy is not used or install on any computer.
e Use the Products properly.
In accordance with copyright and patent laws, the Licensee undertakes:
o To use the Products only for its own use
Not to modify the Products
Not to make illegal copy of the Products
Not to give, rent, sublicense or sale the Products
To protect and respect ZTI and Products reputation.

e SOFTWARE PROTECTION

The “LanTraffic V2” software is licensed on a per workstation basis. You will need to purchase a separate
license for each machine that you install it on. Each licensed copy of the software installed on a workstation
has a unique Site Code, which requires the corresponding unique Site Key to be entered before the tool is
operational.

e LIMITED WARRANTY
Software is supplied without any warranty express or implied regarding the performance or results obtained
by the use of the Products.

ZTl warrants that software media (i.e. CD-ROM) will be free of material defects for a ninety (90) days period
following purchase. The limited warranty applies to the media and not the information contained on it. If the
media does not comply with this limited warranty, the sole remedy is the replacement of the media software

In no event, ZTI will be liable for any kind of direct or indirect damages caused by the Products.

e JURISDICTION

French laws will govern this agreement.

The court of GUINGUAMP-France shall finally settle all disputes arising out of or in connection with this
Agreement.

For further information, please contact: ZTI customer support department.

ZTI

1Boulevard d'Armor
B.P. 154

22302 Lannion Cedex
France

Phone : +33 2 96 48 43 43
Fax:+33 296 48 14 85

Email: support@zti-telecom.com or support@zti.fr
Web: http://www.zti-telecom.com or http://www.zti.fr
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PART 0 Preface

0.1 Organization of this manual

This user guide is aimed at helping you to discover and use “LanTraffic V2”. This manual
is organized as follows:

e Part 1: Product Overview
Briefly describes the “LanTraffic V2” software and its features.

e Part 2: Install, Uninstall, License Configuration and Transfer

Explains how to install and uninstall the software, configure a license and move a license
between the source and the target PCs.

e Part 3: Graphical User Interface

Presents the “LanTraffic V2" Graphical User Interface, i.e. the main rules and principles of
representation and display.

e Part 4: Using LanTraffic V2

Explains how to use the “LanTraffic V2” software. This part includes menu and
functionality description. It is based on Windows and Tabs description. Each Tab is
presented separately.

e Part 5: Command Line Parameters
Explains how to use a command line with parameters to start the “LanTraffic V2” software.

e Part6: How To Do ...
Gives some samples about how and where to use LanTraffic V2.

e Part 7: Annexes

Describes additional information about the mathematical laws used by “LanTraffic V27,
“LanTraffic V2” traces, configuration parameters saved in the Registry database, and
default values of a new context.

In this document, you will find the following symbols:

A Warning

/Q Zoom or Advice

.l Note or Remark

i
B
|
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0.2 Minimum System Requirements
“LanTraffic V2” requires the following minimum system requirement to operate properly:

e Windows 98 (SE recommended), Me, NT4 (SP6 recommended), 2000 or XP
e Pentium processor with 128 Kb memory

e 1024 x 768 display

e 10 MB free hard disk space

p To use IPv6, Windows XP or Windows 2003 server is required.

\‘1\ hasn’t been installed, a warning message is displayed to inform that «LanTraffic

.‘ Acrobat Reader is needed to display the «LanTraffic V2” Help. If Acrobat reader
V2” js available without the help.

0.3 Technical Support

ZTI Technical support can assist you with all your technical problems, from installation to
troubleshooting.

Before contacting technical support, please read the relevant sections of the product
documentation and the “Read Me First” file.

You can contact Technical Support by:

Email Send as many details as possible to support@zti-telecom.com or
support@zti.fr
Fax Send as many details as possible to +33 2 96 48 14 85

Telephone Telephone support is available from 09:00 am to 06:00 pm
(GMT Time +1 or +2), Monday to Friday. Call +33 2 96 48 43 43

Before contacting Technical Support, please record the following information:

Product name and version.

e Demo version or licensed product.
e System configuration.
e Problem details: settings, error messages...

e [f the problem is repeatable, the details of how to create the problem.

© ZT1 1997-2004 Page 8/122
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PART 1 Product Overview
1.1 Key Features

“LanTraffic V2”7 is a connection and data generation tool for IP networks. Data flows use
TCP (Transmission Control Protocol) or UDP protocol (User Datagram Protocol), which is
used by mailing exchanges, file transfer and World Wide Web transmission.

‘LanTraffic V2” needs at least two PCs running on Windows XP Home or Professional,
Windows 2000 Professional or Server, Windows NT 4 Service Pack 6 Workstation or
Server, Windows 98 or Me. Screen resolution must be at least 1024 x 768.

Each PC shall have at least one Ethernet connection (LAN card i.e. NIC, remote
access...).

Acrobat Reader is needed to display the Help.

Various testing configurations can be implemented using more than two PCs. “LanTraffic
V2” establishes TCP or UDP connections between PCs through the IP network.

LanTraffic V2

l:] LanTraffic V2
Ay \‘\
i IP traffic (TCP & UDP) Sender | ”

: Sender |<& .
Receiver —— N
Receiver -
IP traffic (TCP & UDP) IP traffic (TCP & UDP)

Sender

&

Receiver

LanTraffic V2

The “LanTraffic V2” testing tool is composed of a Sender part and a Receiver part.
Local LanTraffic V2 Remote LanTraffic V2

Up.to.16 connections
Sender < Receiver
Receiver ~ Sender
p to 16 connections
Caption Traffic I

Echoed traffic =—

o The Sender part generates up to 16 simultaneous connections. Connections can be
generated following two different testing modes:

= In the unitary mode you can select the traffic generator data source and configure
packets size and inter-packet delay for each connection
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“LanTraffic V2” offers three different data sources:
e Automatic data generator by using mathematical laws,

e Packets generator: many parameters can be defined (number of packets to send,
inter packet delay, packet contents, ...)

e File: selection of a file to send.

= In the automatic mode you select one mathematical law for connections generation
starting time and another mathematical law for data volume to send to generate up
to 16 connections.

o The Receiver part receives traffic (up to 16 simultaneous connections) and operates
following different working modes: Absorber, Absorber file, Absorber + Generator,
Echoer, Echoer File.

Connection # n Remote Receiver

Local Sender

(Absorber mode)
Local Sender Connection #m Remote Receiver
(Absorber File mode)
T
Connection # p

Local Sender >
N G (Absorber + Generator mode)

Connection # q .
» Remote Receiver

4= (Echoer mode)

Connection #r

Local Sender

» Remote Receiver
Local Sender g (Echoer File mode)
I
In this user guide, we will consider that the local machine is used for sending and remote
one is used for receiving.

Multicast feature

p The "LanTraffic V2" software is able to generate and receive Unicast and
Multicast IP traffic. The multicast feature is used only for the UDP protocol.
Used only with UDP protocol, IPv4 addresses from 224.0.0.0 to 239.255.255.255
are MULTICAST IP addresses.

These addresses can be used to generate multicast IP traffic (define the multicast
IP address in the Sender part) or to receive multicast IP ftraffic (define the

multicast IP address in the Receiver part).
For information: these IPv4 addresses 224.0.0.0 to 224.255.255.255 don't
generate IGMP JOIN /LEAVE messages
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IP version selection (Windows XP and later)

Microsoft has included the IPv6 protocol stack in Windows XP. IPv6 is not commercially
available with older Windows version. A research - partial - implementation was available
for Windows 2000. Microsoft does not support it. ZT| doesn’t offer the use of the Windows
2000 IPv6 stack with "LanTraffic V2.

IPV6 is not installed by default: it should be added on the interface you want to use.

"LanTraffic V2” supports the IPv6 numerical address format (128 bits long) as well as
canonical addresses. The IPv6 multicast is available with "LanTraffic V2”, in accordance to
RFC 2373 where a multicast IPv6 address starts with FF.

With IPv6, the maximum size of the TCP packet is 1440 bytes whereas it is 1460 bytes
with IPv4.

Interface selection

The interface selection of a LAN card (NIC), a virtual NIC such as an IP tunneling protocol
or a remote access is useful to control the data traffic hardware route.

The "LanTraffic V2" software is able to generate and receive Unicast and Multicast IP
traffic on a selected interface, giving the user a deeper control where data are exchanged
with and to reduce ambiguity when multiple routes are defined.

Statistics values

Statistics values presented by ‘LanTraffic V2’ are computed at the Application level. They
don’t include the protocol header, the IP header nor data link header and/or trailer.

1.2 Reference

[WINSOCK2] « Windows Socket 2 - Application Programming Interface » Revision 2.2.0 -
May 10, 1996

[IPV6-XP] http://www.microsoft.com/windowsserver2003/technologies/ipv6/ipv6.mspx
[RFC2460] “Internet Protocol, Version 6 (IPv6) - Specification”
[RFC2373] “IP Version 6 Addressing Architecture”

1.3 Terms used in this document

Interface Generic term used to reference a NIC (LAN adapter), a connected RAS
connection (ISDN, ADSL, Modem) or a tunneling path.

Tooltip A tooltip is a popup window displayed when you move the mouse over a
sensitive area. “LanTraffic V2” displays the tooltip during 5 seconds.

Automation  Automation is an add-on scripting tool used in addition to "LanTrafficvV2".
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PART 2 Install LanTraffic V2

The “LanTraffic V2" software needs less than of ten megabytes free disk-space. By
default, the setup folder will be C:\Program files\LanTrafficV2.

The "Automation Tool for LanTraffic V2" add-on software is automatically installed with the
"LanTraffic V2" software.

A * To run "LanTraffic V2" your computer’s screen resolution must be
configured on 1024 X 768 (at least).

* For Windows NT, 2000 and XP you must be logged on with administrator
privileges.

p It is advisable to first close anti-virus application before installing “LanTraffic V2’.
Please note that you should mask the task bar in a 1024x768 screen resolution, so you
could have an optimal view of the software interface.

The “LanTraffic V2” software is configured by default with a 15-day limited license. When
the time limit expires, “LanTraffic V2” will cease to run. See paragraph Ill below for more
information about the license program.

The installation procedure is a standard installation program for Windows 98, Me, NT4,
2000 and XP.

2.1 Install from a downloaded trial version

& The installation procedure under Windows NT4, 2000 or XP requires to be
logged on with administrator privileges.

If you have downloaded the “LanTraffic V2” software trial version from our website, you
have downloaded the file “Setup_LanTrafficV2Bundle.exe”.

Run “Setup_LanTrafficV2Bundle” and follow the “LanTraffic V2" setup instructions to
proceed with the installation.

By default, the “LanTraffic V2" software will be installed in the following directory:
C:\Program Files\LanTrafficV2

The “LanTraffic V2”7 installation procedure will install the following files on your disk, in
particular:

e LanTrafficV2.exe: program file

e LanTraffic V2 User Guide: PDF format. (You can use for example the free Adobe®
Acrobat® Reader® software. See www.adobe.com).
Aut_LTV2.exe: program file (Automation tool)
Automation Tool for LanTraffic V2 User Guide: PDF format
LanTrafficV2 license help file
Version.txt: text file, which contains information about versions and Registry
commands.
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| At LanTraffic V2 launch, all files created by the application will be saved in the folder
\‘\ where LanTraffic V2 has been installed.

Start Menu shortcuts created:
Start > Programs > LanTraffic V2

= LanTraffic V2 (click to run the software)

= LanTrafficV2 User Guide (PDF format)

= Automation Tool for LanTrafficV2 (click to run the software)
= Automation Tool for LanTrafficV2 User Guide (PDF format)
= License help

= Uninstall LanTrafficV2

With a “LanTraffic V2” trial version, when you run it for the first time, a message is
displayed showing remaining days of use (for example, 15 days left out of 15 in the
following example):

15 days left out of 145

Press <Enter> to configure your license.
Please refer to the third paragraph to configure your license.
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2.2 Install from the CD-ROM

The installation procedure is a standard installation program.

A The installation procedure under Windows NT4, 2000 or XP requires to be
logged on with administrator privileges.

o First, insert the “LanTraffic V2" CD-ROM on disk drive.

e Click on “Start”, “Execute” and type “CD-ROM unit>:\Setup _LanTrafficV2Bundle.exe”.
Follow the “LanTraffic V2” setup instructions to proceed with the installation.
By default, the “LanTraffic V2” software will be installed in the following directory:
C:\Program Files\LanTrafficV2.

Start Menu shortcuts created:
Start > Programs > LanTraffic V2

= LanTraffic V2 (click to run the software)

= LanTrafficV2 User Guide (PDF format)

= Automation Tool for LanTrafficV2 (click to run the software)
= Automation Tool for LanTrafficV2 User Guide (PDF format)
= License help

= Uninstall LanTrafficV2

When you launch “LanTraffic V2" for the first time, a message is displayed showing
remaining days of use, even if you have bought an unlimited license (for example, 15 days
left out of 15 in the following example):

paRY

15 days leftout of 145

Press <Enter> to configure your license.

Please refer to the next paragraph
to configure your unlimited license.
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PART 3 License configuration

3.1 To configure a license

Note: This software is licensed on a per workstation basis. You will need to have a
separate license for each machine that you install it on. Each licensed copy of the software
installed on a system has a unique Site Code which requires the corresponding unique
Site Key to be entered before the tool is operational (except for a trial version: a duration of
15 days is automatically enabled at the first installation of the software. If you try to install
again the software, the license program disables the trial period).

If you wish to configure your license before trial period end, please press Enter when the
following message is displayed:

15 days leftout of 145

Press <Enter> to configure your license.

Therefore, you will obtain the license configuration dialog as follows:

:IF LanTraffic - License Configuration [:”E|B|

Program License Help
EE{E 15 days left out of 15

Site Code: DCAZF329 ADE0 3DEE BC
Site Keyw: |

To authorize this program for this site, send your name, site A
code, company name and e-mail to:

Al

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@zti-telecom.com

To move a license to another directory or computer, you can use the
“Licen=e" menu at the top of thiz dialog.

“ou can bring up thiz configuration dialog when the program startz by w

I At the end of the trial period when you launch “LanTraffic V2”, the same license
J configuration dialog appears, with a specific mention instead of the remaining days of
use: “Program not authorized”. _
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=% LanTraffic V2 - License Configuration !E[

Frogram  License Help

ﬁ?{} Frogram not authorized

Site Code: D437 F3BE ADCD 8AFA B9

Site Keyw: ||

Ta autharize this program for this site, send your name, site =]
code, company name and e-mail to;

Il

phone: +33 2 96 48 43 43

fax: +33 296 43 14 85
e-mail. contacti@zti-telecom.com

To move a license to anather directary or computer, you can use the
"Licenze" menu at the top of this dialog.

~ou can bring up this configuration dialog when the program starts by ;I

To get the ‘Site Key’ and obtain an unlimited version, please send your name, ‘Site Code’
(specific to your installation), company name, e-mail and preferred method of payment (if
you haven’t bought the “LanTraffic V2” software yet) to: contact@zti-telecom.com or
contact@zti.fr .

We will send you your ‘Site Key’ once we receive the payment.

If you have already bought the license, please email your Site Code and we will email you
back the Site Key.
After you have entered your Site Key, you get the following message:

Congratulations! S|

i You are now licensed to run this software,
Press Ok to continue ar Cancel if you want to run your saftware later,

Cancel |
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.if You will see the following dialog when you launch “LanTraffic V2” if you have an unlimited
b license:

Unlimited license
Press <Enter> to configure your license.

3.2 License Transfers

A license transfer is not a duplication of any type.

A Please contact ZTI or your authorized distributor for site license information
and for several licenses purchase.

Licenses can be transferred using one of the following methods:

= Direct transfer: move the license to another directory on the same PC or between
two networked PCs.

= Transfer by media: move the license from a source PC to a target PC by using a
floppy disk or USB key.

3.2.1 Direct transfer: move the license from one local directory to another

This transfer mechanism must be used to move a license in two cases:
from a source to a target directory of the same PC
from a source to a target directory of networked PCs

e First, copy the program (copy the folder “LanTraffic V2”) to the target directory.
For example from “C:\Program Files\LanTrafficvV2” to “C:\Temp\LanTrafficvV2”

e Then run the program in the original directory (from “C:\Program Files\LanTrafficV2’).
When the license configuration window appears, press Enter and select in the
menu “License > Transfer to directory ...”, as shown below:
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¥ LanTraffic - License Configuration r_ ”D|W|
Program Qia=3==8 Help

L.(? Transfer to directory...
@
= o

cil  Transfer out to another computer. ..

I .
2 Kill license

To authorize this program for this site, send your name, site |~
code, company name and e-mail to:

FAl

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@ztitelecom.com

To move a license to another directory or computer, you can use the
“License” menu at the top of thiz dialog.

“ou can bring up this configuration dialeg when the program starts by »

e Provide the path name of the target program (for example
C:\Program Files\LanTrafficV2\LanTrafficV2.exe).
The program copy now has the license awarded the original.

3.2.2 Transfer by media (floppy disk or USB key) from a source PC to a target PC

p A floppy disk or USB key is needed for this kind of transfer.

To transfer the license from the source PC (PC#1) to the target PC (PC#2), proceed as
described in the following points.

Point 1: First install the program on the target PC (PC# 2).

Point 2: Run the software on PC# 2 and kill the trial license in order to have an
unauthorized license on this PC.

You need to kill the license if the "Transfer in from another computer ..." item of the license
menu is disabled.
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To kill the license, please proceed as follows.

When the license configuration window appears, press Enter and select in the menu
“License > Kill license”.

¥ LanTraffic - License Configuration T”E|R|

Program Qia=3==8 Help

7 Transfer to directory...
S
LR

cil  Transfer out to another computer. ..

[ -~ I
&l Kill license

To authorize this program for this site, send your name, site |~
code, company name and e-mail to: i

FAl

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@ztitelecom.com

To move a license to another directory or computer, you can use the
“License” menu at the top of thiz dialog.

“ou can bring up this configuration dialeg when the program starts by »

A message box appears, press ‘Yes' to kill the license.

Kill License

\g/ Are pou sure you want to delete pour current licenze?

Warning

After deleting vour licenze, you will need to purchase a new licenze o
continue using this program.

Yes

And a kill confirmation code is displayed.

our kill canfirmation code is:

|FDEIE CaAF 7445 DSSE FDAT F771 B4

'ou zhould write dovwn thizs number in caze pou need to
prove that the license was actually deleted.
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The license window displays now "Program not authorized" as following:

jF LanTraffic - License Configuration B|D|®

Program License Help

D-;{E Frogram not authorized

Site Code: DCAE F728 ADED 3844 26
Walidate
Site Keyw: |

To authorize this program for this site, send your name, site |~
code, company name and e-mail to: =i

FAl

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@ztitelecom.com

To move a license to another directory or computer, you can use the
“License” menu at the top of thiz dialog.

“ou can bring up this configuration dialeg when the program starts by »

Point 3: select in the license menu, the item: “License > Transfer in from another

jF LanTraffic - License Configuration B|D|®

computer ...”

Sil
Walidate
[

To authorize this program for this site, send your name, site |~
code, company name and e-mail to: =i

FAl

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@ztitelecom.com

To move a license to another directory or computer, you can use the
“License” menu at the top of thiz dialog.

“ou can bring up this configuration dialeg when the program starts by »

and the "Transfer License In (Step 1 of 3)" window is displayed:
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Transfer License In [Step 1 of 3) E |

Tranzfer In enables vou to transfer a license to thiz program from
a licenszed copy on another computer.

For thiz process you will need 1 floppy disk and access to a
lizensed copy of thiz program on another compter.

Inzert a floppy disk into your computer's A" drive and press
“Mewt" at the bottom of thiz dialog box.

If wau are using a drive other than drive "4", enter itz path here:

I,.-.‘.,;x Browse. . |

Cancel |

Point 4: Insert a floppy disk or use a USB key as requested in step 1 of 3 and specify the

path.
Then press “Next >” and the "Transfer License In (Step 2 of 3)" window is displayed:

Transzfer License In [Step 2 of 3] |

o the licenze needs to be copied to the floppy dizk:

1. Remove the floppy dizk and take it to the computer with
the icensed copy of thiz progranm.

2. Bun the licenzed copy of this program and select
"Tranzsfer Out",

3. Bring the dizk back to thiz computer and press "Mest'.

IF there iz a significant delay between transfers [for example, pou
are maoving a license from pour work, computer ba your hame
computer], you can suspend the transfer process and confinue

later
Continue Transfer Later |

Hext > Cancel |

Point 5: go to the source PC (PC#1) and insert the media (floppy disk or USB key). Then
start the program on PC#1. When the license configuration window appears, press Enter
and select in the menu “License > Transfer out to another computer ...” as shown below:
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- LanTraffic - License Configuration Z”E|g|

(] Transfer put to another computer. ..

[ .
7 Kill license

To authorize this program for this site, send your name, site
code, company name and e-mail to:

£I1

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@zti-telecom.com

To move a licenze to another directory or computer, you can use the
"Licenze”™ menu at the top of this dialog.

You can bring up this configuration dialeg when the program starts by »

Then the following window is displayed:

Transfer License Out [Step 1 of 2] |

Tranzfer Out enables you to kransfer a license from this program
to an wnlicenzed copy on another compiker.

T begin, run the unlicenzed copy on the remate computer,
zelect "Transfer Licenze In"', and follow the instructions on the
FCIeEh,

YWhen pou are ready, insert the transfer floppy digk into pou
computer's “A" dive and press "'Wext',

[f wou are uzing a drive other than drive “A", enter itz path here:

A, Browse. .. |

Mexnt > Cancel |

Input the media path (floppy disk or USB key) and then press "Next >".

When the license is put on the media, you get the “Program not authorized” message:
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jF LanTraffic - License Configuration

Program License Help

D-;{E Frogram not authorized

Site Code: DCAR F728 ADBO 3844 26
Walidate

Site Keyw: |

To authorize this program for this site, send your name, site |~
code, company name and e-mail to:

FAl

phone: +33 2 96 48 43 43

fax: +33 2 96 48 14 85
e-mail: contact@ztitelecom.com

To move a license to another directory or computer, you can use the
“License” menu at the top of thiz dialog.

“ou can bring up this configuration dialeg when the program starts by »

You can check that the license is no more available on the source PC since the LanTraffic V2 software
license is on a per workstation basis. Contact us to get information on site license (contact@zti.fr or
contact@zti-telecom.com).

Point 6: Remove the media from PC#1 and return to PC#2.
Click the 'Next' button on the step 2 of 3 of the “Transfer license in” window (on PC#2) to

complete the transfer.
The unlimited license key is now transferred from the source PC to the target PC, and you

get the following message:

Transfer License In [Step 3 of 3]

Congratulations!
The licenze haz been successfully transferred.

Prezs "Finizh'' to continue.

Click Finish to continue.
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3.3 To kill a license

If you would like to transfer an unlimited license key onto a PC where a trial period is still
active, you should first kill the active trial period. If you don’t kill the active trial period, you
will not be able to transfer an unlimited license.
To kill the trial license, you should proceed as follows:
e On the license configuration window, select in the menu “License > Kill License” as
shown below. A message box appears, press OK.

“I¥ LanTraffic - License Configuration :”E|B‘

Program QW0 Help

i Transfer to directary...
!

Sji  Transfer out to another computer., ..

C ST
& Kill license

To authorize this program for this site, send your name, site |
code, company name and e-mail to: 7

£l

phone: +33 2 96 48 43 43

fax: +33 296485 14 85
e-mail: contact@ztitelecom. com

To move a licenge to another directory or computer, you can use the
"Licen=e™ menu at the top of this dialog.

“ou can bring up this configuration dialog when the program starts by »

Kill License

\:.:j Are you zure you want to delete your current license?

Warning
After deleting your icense, you will need to purchase a new licenze to
continue using thiz program.

e Press Yes and then your license is now killed.
Please, write down the kill confirmation code. This code may be requested by ZTI.

Kill License §|

Your kill confirmation code iz

|E'I 32 CBAF 7427 ABVC 2F0F 2044 2B

You ghould write down this number in caze you need to
prove that the license was actually deleted.
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PART 4 Uninstall LanTraffic V2

The uninstall procedure is a standard uninstall program.
In the “Start > Programs > LanTraffic V2” menu, select “Uninstall LanTraffic V2.

You must then delete all remaining files in the directory: C:\Program Files\LanTrafficV2.

© ZT1 1997-2004 Page 25/122



LanTraffic V2 PART 5 Graphical User Interface

PART 5 Graphical User Interface
5.1 Main Window

When “LanTraffic V2” is started, the following main window is displayed:

I LanTrafficy2

Fle Edit Configuration File Downloading Automation Tool Help

Sender - Parameters ] Sender - Traffic + Statistics | Receiver - Traffic + Statistics | Throughput Graphics ]

2 Destination Parameters ~Save the Received Data 1~ Unitary Mode " Automatic Mode
IP Address or Host Mame « Protocol= Portw Filename Traffic Generator
Connection #01 | _*| | NO_ADDRESS |Tce > || 2009 Browse #01 || | Generator Parameters #01

Connection#02 | _+| ‘NOJ\DDRESS ‘TCPLJ ’W Generator  Parameters #02
Connection#03 | [NO_ADDRESS [Tcr =] [2008 Browse #03 || Generator Parameters #03
Connection #04 )JJNO_ADDRESS JTcPﬂ ’W Browse#04 || Generator Parameters #04
Connection #05 | _+| [NO_ADDRESS [tcr ~][z008 Generator  Parameters #05
Connection #06 | _+| [ND_ADDRESS [TcP +|[2000 Browse #06 || Generator Parameters #06
Connection #07 | _+| [NO_ADDRESS [TcP = [2000 Browse#07 || Generator ~Parameters #07

LAREREEE

Connection #08 | _+| [NO_ADDRESS [tcP =] [2009 Browse #08 | Generator Parameters #03
Connection #08 ﬂ‘NO_ADDRESS ‘Tcpj 2009 Browse#08 || = Generalor Parameters #09

Connection #10 | ¥ \NOJ.DDRESS ‘TCF‘LJ ‘2009 Browse #10 Generator  Parameters #10

Connection#11 | [NO_ADDRESS [Tcr =] [2008 Browse#11|| | Generator Parameters #11
Connection#12 | | | NO_ADDRESS JTcPﬂJW Browse #12|| | Generator Parameters #12
Connection #13 l”NO?ADDRESS ‘TCF‘L”W Browse #13 |  Generator Parameters #13
Connection#14 _+| [NO_ADDRESS [tce =] [2000 Browse#14 || | Generator Parameters #14
Connection #15 | *| ‘NO_ADDRESS ‘TCF’LJ ’W Browse #15|  Generator Parameters #15
Connection #16 | _*| [NO_ADDRESS [tcP | [2008 Browse#16|| Cenerator  Paramsters #16

B 1 1 e R R R
<

CEREEE

. 17 : q fi y StartRecewer‘ ’— : : _ = 2

"LanTraffic V2" main window

The “LanTraffic V2” main window is composed of three areas:

Area 1: Menu bar

Area 2: this main area displays the four tabs of “LanTraffic V2.
To view a tab, click on the tab title you want to view.

Area 3: Statistics for the Sender and Receiver parts and general command buttons.

'Menu bar' and 'Statistics' are always visible whatever tab is displayed

Tabs general presentation:

“LanTraffic V2" GUI is composed of four tabs:

Sender - Parameters Sender—Trafﬂc+Stati5tics]Receiwer—Trafﬂc+Stati5tic5 Throughput Graphics

“LanTraffic V2” - tabs titles
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e The first two tabs are related to the Sender part: “Sender - Parameters” and “Sender -
Traffic + Statistics”.

e The third one is related to the Receiver part: “Receiver Traffic + Statistics”.

¢ In the first three tabs related to Sender and Receiver parts, each one of the 16
connections is represented by one line (from “connection # 01” to “connection #16).
Columns represent parameters or status of connections and statistics.

e The fourth tab allows displaying throughput graphs: “Throughput Graphics”.

Each tab is composed of several areas. For each tab, we will present in this guide each
area separately.

5.2 Display general rules of “LanTraffic V2” GUI

“LanTraffic V2” fields can be filled following four situations:

e Fields in which you can enter values

All the fields in which you can enter or choose values are recognizable by black writing on
white background colors. If an address is not valid, the red color is displayed instead of
black.

e Statistics fields

Statistics fields are automatically filled. They are identifiable by blue writing on white
background colors. You can only configure the refresh time of statistics display or reset
statistics display by pressing the “Reset Display” buttons.

When a statistic value cannot be computed “N / S” for No Sense value is displayed in the
field.

o Fields generated further to user action and displayed as information use only

These fields are filled automatically by “LanTraffic V2” further to use enter or parameters
selection. They are displayed as reminder and will be modified by another user action.

These fields are recognizable by black writing on gray background.

e Fields turned out of reach further to user action

User actions and parameters selection may turn some “LanTraffic V2’ GUI fields and
action buttons out of reach. Usually, all the out of reach fields are grayed.

Fields can become out of reach in several cases, for example:
- As soon as a connection is running, it is impossible to change its parameters. You must
stop the connection in order to change the connection’s parameters.

-  When a testing mode (unitary or automatic) is selected, it is impossible to change
parameters of the unselected testing mode.

- If you enter a no valid value in a field, the connection could be disabled or actions
button in configuration windows could become out of reach.
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5.3 Used units in information display

All information used by “LanTraffic V2” is displayed with its unit and unit is changing in
order to limit figure size.

5.3.1 Volume units

Display Meaning
10 B 10 Bytes
1 KB 1 Kilo Bytes (1,024 Bytes)
1 MB 1 Mega Bytes (1,048,576 Bytes)
1 GB 1 Giga Bytes (1,073,741,824 Bytes)
1TB 1 Tera Bytes (1,099,511,627,776 Bytes)
1.23"65 1.23 x 10”65 Bytes

5.3.2 Throughput units

Display Meaning

10 b/s 10 bits per second

1 Kb/s 1 Kilo bits per second (1,024 b/s)

1 Mb/s 1 Mega bits per second (1,048,576 b/s)

1 Gb/s 1 Giga bits per second (1,073,741,824 b/s)

1 Th/s 1 Tera bits per second (1,099,511,627,776 b/s)
1.23765 1.23 x 10765 bits per second

. Throughput computing
i

—

The “LanTraffic V2“ displayed throughputs correspond to payload data on the
sampling period (defined in the “LanTraffic V2” configuration menu) and bring back
to a bits/second number.

The displayed throughput is an “application” throughput.

At some instant, it could be different from the physical network throughput because
data can be split and buffered at various system levels.
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PART 6 Using “LanTraffic V2”
6.1 Main steps

The main steps to use “LanTraffic V2” are:

= To send data:

1. In Tab 1 “Sender — parameters”:
Configure Sender parameters i.e. IP address, port number, and protocol. You can
select optionally the interface and the IP protocol.
Select, and configure testing mode,
2. In Tab 2 "Sender — Traffict+ Statistics”:
Run connections,
3. Result: exploit statistics and throughput graphs.

= To receive data:

1. In Tab 3 “Receiver - Traffic + Statistics”
Configure Receiver parameters i.e. connected senders, working mode, and optionally
you can select the interface and the IP protocol.

2. In Tab 3 “Receiver - Traffic + Statistics”:
Start receiving connections,

3. Result: exploit statistics and throughput graphs.

.\ About the context file

In order to avoid entering again all parameters for a new testing session, or to create again
mathematical laws, all the “LanTraffic V2” parameters can be saved in a context file (see
File menu description below).

So, if you want to repeat a test session with the same parameters later, do not forget to
save the current parameters in a context file before changing some parameters.
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6.2 Menu description

The menu bar is composed of 6 items:
File Edit Configuration File Downloading Automation Tool Help
The options for each item are described in this chapter.

6.2.1 File menu

Mew
Open ...

Save
Save As ...

Recent Contexts ... #

Exit

6.2.1.1 File/New

This command opens a new default context in “LanTraffic V2". Before opening a new
default context, running connections must be stopped. The default values of a new context
are presented in Annex part.

6.2.1.2 File/Open

“‘Open” command allows reading a context file (.CTX file), which contains a previously
saved configuration. Before opening a context, running connections must be stopped.

The context format varies from versions to versions. A context saved with "LanTraffic V2~
version 2.0.12 or 2.1 is silently read by “LanTraffic V2" version 2.2. Older context cannot
be read: an error message is displayed when you attempt to open such a file.

’lq A context file contains configuration parameters and a copy of the laws defined by the
\‘\ user. Reading of a context file will delete currently used laws and replace them by the
laws saved in the context file.

6.2.1.3 File/Save

“Save” option allows saving all the configuration parameters and the laws defined by the
user in the opened context file.

used by "LanTraffic V2” version 2.2: it will not be available for reuse with an older version
of "LanTraffic V2~

& If versions 2.0.12 or 2.1 contexts were opened, the context file saved get the new format

6.2.1.4 File/Save as ...

This option allows saving all the configuration parameters and laws defined in a context file
(.CTX file).
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The context file saved by the "LanTraffic V2” version 2.2 can’t be read by versions 2.1 and
older.

6.2.1.5 File/Recent Contexts ...

This option allows opening a context file previously loaded. The 4 most recent context files
are shown in the list.

6.2.1.6 File/Exit

This command allows quitting “LanTraffic V2”. To quit “LanTraffic V27, all active
connections (Sender and Receiver) must be stopped. A message box will ask you to save
or not changes made to parameters in a context file.

6.2.2 Edit menu

Destination Parameters: IP Address or Host Mame ¥
Destination Parameters: Protocol 4
Destination Parameters: Port 4

6.2.2.1 Edit/Destination Parameters: IP Address or Host Name

1 option is available: Copy the IP Address from Connection #01 to all Connections

By selecting this item, the IP Address field from connection #01 is recopied for all
connections from #02 to #16.

6.2.2.2 Edit/Destination Parameters: Protocol

2 Optlons are avallable Select TCP for all Connections
Select UDP for all Connections

By selecting one option, the 'Protocol' field for the connections #01 to #16 are set to TCP
or UDP.

6.2.2.3 Edit/Destination Parameters: Port

4 options are available: Increase only UDP Ports (from first UDP Connection)
Decrease only UDP Ports (from first UDP Connection)

Increase all Ports (from Connection #01)
Decrease all Ports (from Connection #01)

With this menu, you can:
e Set the port number increasingly or decreasingly for all UDP connections, based on
the port number of the first UDP connection.
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e Set the port number increasingly or decreasingly for all connections, based on the
port number of the first connection without taking into account the protocol in use.

6.2.3 Configuration menu

Configuration

Stack parameters

General parameters
AutoComplete ..

6.2.3.1 Configuration/Stack Parameters

“‘LanTraffic V2” uses the Microsoft TCP/IP stack via the Winsock2 interface (or API). This
interface enables modifying some parameters of the Microsoft TCP/IP stack.

‘LanTraffic V27 enables modifying the TCP Receive Window size and enable the TCP
Selective Acknowledgements.

When the Stack Parameters command is selected, the following window is pop up:

LanTraffic¥2 - Microsoft Stack Parameters

TCP Receive Window Size Parameter

The TCF Receive Window specifies the number of bytes an application can
transmit without receiving an acknowledgment. If this option is unchecked, the
TCP/P Stack uses the default value provide by the operating system.

In general, a large TCF Receive Window improves perforrmance over high-delay,
high-pandwidth networks.

[~ TCP Receive Window Size (1,024 to 1,073,741,823 bytes)

Mote: On Windows 2000 and Windows XP, you can specify a TCP
Receive Window Size larger than 64KB (as specified in RFC 1323}

TCP Zelective Acknowledgements (SACK, as specified in RFC 2018)
The Selective Acknowledgement (SACK) is important for a large TCF
Receive Window Size.

Without SACK, an application can anly acknowledge the latest sequence
number of contiguous data received, or the left edge of the receive window.
When SACK option is enabled, the application continues to use the ACK
number to acknowledge the left edge of the receive window, but it can also
acknowledge other non-contiguous blocks of received data individually.

[ Enable TCP Selective Acknowledgements [SACK)
WARRMING
These values are saved in the Registry. They influence all
applications using the TCRIP stack (ftp, web browser, mail

restart the PC.

........................................

oK i Cancel

........................................

Stack Parameters window

p The TCP Receive Window Size value must be included between 1,024 and
1,073,741,823 bytes.
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“‘OK” button allows saving changes made to the TCP/IP stack Parameters. If some
changes have been made, you must restart your PC.

Important: these values are saved in the Registry and
influence all applications using the TCP/IP stack

Paths to these parameters on the registry depend on the operating system:

e Windows NT4, 2000 and XP Key is:
HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\TCPIP\Parameters
Name: TcpWindowSize & Tcp13230pts & SackOpts.

e Windows 98 Key is:
HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\VXD\MSTCP
Name: DefaultRcvWindow & Tcp13230pts (no SACK).

TCP WINDOW SIZE value is saved in the Registry, and so saved for all contexts. It affects
all applications that use the Windows TCP stack (ftp, etc).

’Q Note for Windows 98: the TCP window size is the
DEFAULTRECEIVE-WINDOW parameter.
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6.2.3.2 Configuration/General Parameters

This command allows configuring parameters applying to graphical display, timeouts for
echoed connections and the size of buffers used by the "LanTraffic V2" software. When
selected, the following window is pop up:

LanTrafficV¥2 - General Parameters

Refresh Time and Throughput Sampling Period

The refresh time parameter defines the frequency of statistics updates on
“LanTraffichV2™. This parameter applies also to the statistics exportation processes.
The Throughput Sampling Period defines the number of secaonds of traffic to take
in account to calculate the throughput.

Fefresh time (1to 60 seconds) 2
Throughput sampling period (1 to 60 seconds) il

TCP and UDP received Data Timeout

These parameters concern the Sender Part only. When there are no mare data to
send, "LanTrafficv2” continues to receive data until the timeout expires. Then the
connection is released. When the timeoutis 0, the connection is stopped as soon
as there are no data to send.

Timeout for TCP packets echoed (1 to 9,999 ms) 500

Timeaout for UDP packets echoed (1 to 9,999 ms) 700

LanTraffic2 Buffer Size (S0_RCVBUF and S0_SNDBUF)

The buffers used by "LanTraffic2” to dialog with the Winsock APl influence the
throughput performance for high speed netwark. The best peformance can be
reached with a high buffer size. Change in one ofthese sizes concerns the new
connections only.

Receive buffer size (1,024 to 65,535 bytes) 8192
Transmit buffer size (1,024 to 65,535 bytes) 8192

DK _. .......... C anl:e| ........... |

General parameters window

Parameters applying to GUI display

e Refresh time: value entered in this field configures display refresh time for all statistics
displayed in “LanTraffic V2”.

e Throughput sampling period: value entered in this field is used to compute
throughput for statistics display.

Parameters applying to echoed connections

e Timeout for TCP packets echoed (ms): value entered in milliseconds. This field is
used for echoed TCP connections. When the connection is stopping, “LanTraffic V2”
continues TCP data acquisition during a time defined by this timeout. If this value
equals zero, “LanTraffic V2” don’t handle any TCP incoming traffic on this connection
as soon as the connection is stopped.
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Timeout for UDP packets echoed (ms): value entered in milliseconds. This field is
used for echoed UDP connections. When the connection is stopping, “LanTraffic V2~
continues UDP data acquisition during a time defined by this timeout. If this value
equals zero, “LanTraffic V2" don’t handle any UDP incoming traffic on this connection
as soon as the connection is stopped.

Parameters applying to the data buffer size

Receive buffer size: this value is saved in the current context only and is used when
receiving data from the Microsoft Winsock2 interface.

Transmit buffer size: this value is saved in the current context only and is used when
sending data to the Microsoft Winsock?2 interface.

6.2.3.3 Configuration/AutoComplete ...

The AutoComplete option is a help mechanism to input values for the user. It lists possible
entries that match user entries typed before. The AutoComplete mechanism with
‘LanTraffic V2” is available for IP address entries in the “Sender — Parameters” and
“‘Receiver — Traffic + Statistics” tabs.

I[P Address or Host Mame «

Connection #01 | _¥| | w

www zti4elecom.com
wiw i fr

Connection 202 | ¥

Example of AutoComplete entry in the "Sender — Parameters" tab.

There are 3 different historical records:

Historical record for IP address entry in the Sender tab,
Historical record for IP address entry in the Receiver tab
Historical record for IP address in the File Downloading dialog box.

The AutoComplete parameters dialog is used to enable/disable and to clear all historical
records.
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LanTrafficV? - AutoComplete parameters

AutoComplete

The AutoComplete option helps the user to enter values. It lists up latest entries
matching the current pattern entered by the user. The historical entries are not kept
between two sessions of "LanTraffic2” for confidentiality reason.

The AutoComplete mechanism of "LanTrafficV2” is available for IP address entries
in the "Sender - Parameters™ and "Receiver - Traffic + Statistics™ tabs.

v Activate AutoComplete

Clear History
The Clear History button remaoves current user entries.

Clear History

Cancel

AutoComplete parameters.

Up to 30 entries can be kept in the historical record. When a 31 entry is typed, the 1°
entry is deleted: the historical record is handled like a FIFO list.

The Clear History button removes user entries from historical records leaving two
predefined entries:

e NO_ADDRESS: this is the default Sender IP address - a void address, used to
disable the connection.

e ANY_ADDRESS: this is the default Receiver IP address, used to accept any
incoming connection.

When AutoComplete is disabled, the historical record doesn’t continue to be filled. User
entries before AutoComplete deactivation will be available when AutoComplete is
activated again.

,Q The historical record is associated to the "LanTraffic V2” session.
For confidential reasons, the historical record is not kept between sessions
and is lost at the end of the "LanTraffic V2” session.
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6.2.4 File Downloading menu

File Dawnloading

This command allows downloading a file from one “LanTraffic V2" machine to another one.
In order to avoid confusion, “Local” and “Remote” terms are used to design the machines
for this command.

File Downloading is mainly used when a receiving connection is operating in the Absorber
File working mode. It is aimed to repatriate the absorbed file from Receiver to Sender, as
shown in the following scheme. (Though any file from the remote machine can be
downloaded).

LanTraffic V2

Q LanTraffic V2
1 Connection
Lo=cal — Ren=10te
Sender Receiver
4 Absorber File
@ File downloading working mode

Example of File downloading in File absorber receiving working mode environment

1: Remote receiver stores received data in a file (working mode = Absorber File).

2: The user of the Local Sender machine can get the file back by using File downloading
function.

Example of File downloading usage:

File Downloading may be used when a receiving connection at the Remote side is
operating in Absorber File working mode. It is aimed to repatriate the absorbed file from
Receiver to compare it to the file sent by the Sender, as shown in the following scheme.
The Remote receiver is configured in Absorber file Mode, for TCP connection. The Local
sender establishes a TCP connection and sends data from a file. When the connection is
finished, the Sender uses the File downloading function to get received data from the
Remote Receiver. So you can check if data transfer was successful.

Process to download a file:

When clicking on the File Downloading command, the following window is pop up:
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LanTrafficY2 - File downloading Parameters

This function allows file downloading from a remote "LanTrafficv2” PC to the local "LanTraffic2” by
using a specific TCP port number. The remote and the local PCs must have the same port number.
This function uses IPvd.

File downloading Port Mumber
Local port number (1 to 65,535) | 2500

File downloading from a Remote

Remote source filename | EATemp\Received bd 2
IP Address or Host Name | 192.168.0.102 @
Local destination filename | ChProgram Files\LanTraffic V2\ReceivedByRemote b @
0 100
@ Start | |
Ok | Cancel | Help |

File downloading window

To process a file transfer, proceed as follows:

On the local and remote machines:
(1) Configure port number — Port number must be the same for local and remote
machines.

On the local machine:
(2) Give the name and path of the remote file to download. To be downloaded, the file
must be not be written or enriched on the remote machine at the same time.

(3) Give the IP address or Host name of the remote machine from where the file is
downloaded

(4) Give the local name of the destination file

(5) Press “Start” button to begin the file downloading from the remote machine

“OK” button allows saving the entered parameters and closes the window.

™1  When “Start” button is pushed, it is impossible to press OK or to close the window. You
.\‘\ should press “Stop” or wait the end of file transfer operation or abort it.

On the remote machine, the following message box will warn that a file downloading is in
progress:
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LanTraffic¥Z - File downloading in progress from a

Femaote IP adress I192-155-U-3? Part numhber |35':”3'
Local filename downloaded by the remote | EXTempiFileReceived.hin

Data volume to send I 49684357 Data remaining valume I 4117125

Warning message displayed on the remote machine from which file is downloaded

e Remote IP address is the IP address of the machine where the file to download is. This
address is never in canonical format.

e Port number is the port number chosen for file downloading (it must be the same for
the remote and local machines).

e Local filename downloaded by remote is the name of the downloaded file.

e Data volume to send is the total volume of the file to download.

e Data remaining volume is the volume still to send.

During a file transfer, you will not be allowed to close the application on the
- Remote machine.

File downloading is working as follows:

- Local requests the file that is sent by the Remote machine.

- Local establishes the connection.

- Remote accepts the connection and waits for the filename (with a time-out - default 5
S).

- When connected, Local sends the filename.

- When Remote receives the filename, it checks if the file exists and send the size (0
means no file or file access error) and data.

- When Local wants to stop the reception of the file, it disconnects.

- When Remote has sent the file, it waits for an ACK (with a timeout - 5s by default).

- When reception of the file is complete, Local send an ACK.

- When Remoter receives an ACK (or expiration of the Timeout), it disconnects.
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6.2.5 Automation Tool menu

Automation Tool

Open ...

6.2.5.1 Automation Tool/Open...

This command starts the “Automation tool for LanTraffic V2.
The “Open...” command is grayed when the “Automation tool for LanTraffic V2" is already
started because only one instance can run at the same time.

If the Aut_LTV2.exe file is not located in the same directory than “LanTraffic V2”, an error
message is displayed:

LanTrafficy2 W|

LanTrafficV2 can't find the "Aut_LTv2.exe' file to launch the Automation Toal,
The registry may be not content the up to date path to "Automaton.exe’ file.

If this file is in the "LanTrafficV2" directory, double-dlick an it in order to upgrade
the registry,

6.2.5.2 Automation Tool/Close
This command stops the running “Automation tool for LanTraffic V2”.

6.2.5.3 Automation Tool/Bring to the top

This command displays the “Automation tool for LanTraffic V2” window at the top of the
other opened applications, except applications that can’t be masked e.g. task manager
when this option is selected.

6.2.6 “Help” menu

Help
Farewarnings...

About LanTrafficv2

6.2.6.1 Help/Help

Help command displays help on “LanTraffic V2”. Pressing F1 key can also activate help.
To display “LanTraffic V2" Help, Acrobat Reader should be installed. If Acrobat reader is
not installed, a warning message is displayed:
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LanTrafficy2

"j LanTrafficy2 help needs Acrobat Reader to be displayed but the Acrobat Reader application hasn't been found,
- To install an Acrobat Reader, you can download the latest version from the Adobe web site {(www.adobe. com)
or use the Acrobat Reader version from the LanTrafficy2 CDR.om.

You can download the latest version from http://www.adobe.com, or use the version of
Acrobat Reader provided with the “LanTraffic V2” CD ROM and install Acrobat Reader.

A “LanTraffic V2”doesn’t support other PDF readers than Acrobat Reader
version 4 or 5.

6.2.6.2 Help/Forewarnings ...

This command is aimed to inform of “LanTraffic V2” special behaviors due to system limits.
"LanTraffic V2” leans on the Microsoft Winsock 2 Interface to generate and receive TCP or
UDP traffic. Therefore the “LanTraffic V2" application behavior, as any Winsock 2
application, is dependent of the Winsock 2 Interface, Microsoft TCP/IP stack and operating
system working modes.

6.2.6.2.1 Inter-packet delay

When defining the inter-packet delay, you must consider that the minimum resolution
handled by “LanTraffic V2" is related to the timer resolution of the operating system. This
timer resolution varies according to the operating system and PC used, as well as CPU
and network load when “LanTraffic V2”7 is operating.

The best timer resolution that “LanTraffic V2” can provide is one millisecond.

‘LanTraffic V2" operates in the best effort mode to provide the inter-packet delay
requested by the user.

6.2.6.2.2 Echoer modes

When the Receiver is configured in Echoer mode (‘Echoer’, ‘Echoer file’ or ‘Absorber +
Generator’) it is recommended to use the most powerful PC of the test bed as Receiver
(more CPU is required to send back data).

6.2.6.2.3 UDP connections

When several UDP connections are running and according to the traffic level and to the
system load, “LanTraffic V2” could behave particularly due to the TCP/IP stack limits and
working modes.

The current release of the Winsock2 API doesn’t provide any system limit information to
applications such as “LanTraffic V2”, so the following situations may occur.

= Loses of packets
The Winsock2 interface doesn’t transmit all received packets to the “LanTraffic V2~
Receiver.
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a) UDP connection from Local sender to Remote receiver - the working mode of the
remote Receiver is absorber.

Local LanTraffic V2 UDP connection p _Remote LanTraffic V2
Sender Receiver (absorber mode)
| n sent packets | nzm | m received packets |

b) UDP connection from Local sender to Remote receiver - the working mode of the
remote Receiver is echoer.

[ n sent packets | > | m received packets |
Local LanTraffic V2 Remote LanTraffic V2
Sender UDP connection Receiver (absorber mode)
q rec?ei\éﬁg:;)ckets . | p sent packets (echoed) |
n >m
qs<p
m=p

In this case, number of received packets (m) will be equal to the number of echoed
packets (p) in the Receiver part. Nevertheless, the number of received packets (q) in the
Sender part could be inferior to the number of packets (p) sent by the remote Receiver in
echoer mode.

= UDP connection distribution

When several UDP connections are running together, the TCP/IP stack may favor some
connections. It has been noticed that echoed connections are favored.

Throughput of connections for the Receiver working in absorber mode may decrease to
zero for a variable while.

= UDP total throughput
The total sending throughput could indicate a higher value than the face value of the
physical link throughput

When these situations occur, they can be limited by regulating connections throughput
according to the face value of the physical link throughput.

To regulate throughput you can reduce the packet size or increase the inter-packet delay
for the connections. Another way to curb these limits is to configure the buffer size in the
“Configuration / Stack parameters” menu or to tune the Microsoft TCP/IP stack.

6.2.6.3 Help/About LanTrafficV2

The “About” command display the version number and copyright of the “LanTraffic V2~
application.
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6.3 Total statistics

Total statistics for the Sender @ and Receiver @ are displayed in the lower part of the
“‘LanTraffic V2" main window.

Statistics display refresh time and sampling period to compute the throughputs are
configured in the “Configuration / General Parameters” menu, as described in 6.2.3.2.

Sender Statistics (based on application data) @ @ Recejver Statistics (based on application data) @

Active Connections 16 (TCP Connections: 14 - UDP Connections: 2) Active Connections 13 (TCP Connections: 13 - UDP Connections: 0)

Total Sending Throughput |8.37 Mbis Total Receiving Throughput |1.68 Mbis SthDRSenqer Taotal Sending Throughput | 1.88 Mbis Total Receiving Throughput |7.25 Mb/s
and Receiver

Total statistics displayed in the main window lower part

Two general command buttons @ are also available to start and stop the Sender and the
Receiver parts, and the libel of these buttons vary according to the activity state of each
entity:

Sender inactive Sender active Sender active Sender inactive
Receiver inactive Receiver active Receiver inactive Receiver active
Start Sender .
Start Receiver Start Sender

and Receiver

Stop Sender

and Receiver Stop Sender Stop Receiver

6.3.1 Sender statistics
For the Sender tab, the following statistics are displayed:

e Active connections: Number of current running connections on the Sender
part. More details are displayed: number of TCP Sender
connections and number of UDP Sender connections.

e Total Sending Throughput:  Instant throughput of data sent for all connections of the
Sender.

e Total Receiving Throughput: Instant throughput of data received. These statistics are
available only when some connections are configured in
the Echoer or Absorber-Generator working mode on the
Remote Receiver part.

6.3.2 Receiver statistics
For the Receiver tab, following statistics are displayed:

e Active connections: Number of current running connections on the Local
Receiver part. More details are displayed: number of
TCP Receiver connections and number of UDP
Receiver connections.
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e Total Sending Throughput:  Instant throughput of all echoing connections sent back
from Local Receiver to Remote Sender, or Absorber-
Generator.

e Total Receiving Throughput: Instant throughput of all receiving connections.
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6.4 Sender part

The Sender generates up to 16 simultaneous connections. Connections can be generated
following two different testing modes: Unitary or Automatic. These modes are exclusive.

Sender part is represented in two tabs. The first one “Sender-Parameters” is used to
configure connections and testing mode. The second one “Sender-Traffic + Statistics” is
used to command the traffic generation and visualize the traffic statistics.

6.4.1 Sender - Parameters tab
The first tab of “LanTraffic V2~ allows:

e Selecting the interface and the IP version (when IPv6 is installed) for each connection,
by clicking the black arrow M.

e Entering destination parameters (IP address, protocol and port number) for each
connection.

e Selecting files to save received data when connections are working in Echoer mode or
Absorber-Generator mode for the Remote Receiver part.

e Selecting and configuring the testing mode: Unitary or Automatic.

e Configuring the generator: for each connection when the Unitary mode is selected or
globally when the Automatic mode is selected.

These actions are represented by the “Sender-Parameters” tab in 4 distinct areas and
detailed below.

Sender-F‘arameters]Sender—Tramc+Statistics Receiver - Traffic + Statistics ThroughputGraphics]

Destination Parameters Save the Received Data ' Unitary Mode { Automatic Mode
IF Address or Host Name Protocole Portw Filename Traffic Generator

Connection #01 | »|[192.168.0.13 [tcp v ] [2000 Browse #01|| | Generator  Parameters #01| [0 - |
Connection #02 | | [192.168.0.13 [upp_~] [2010 Browse #02 || | Generator _Parameters #02| [0 - |
Connection #03 | »[192.168.0.13 [tcp ~] [2011 Browse #03|| | Generator Parameters#03| [0n - |
Connection #04 | »|[192.168.0.13 [tcp_+] [2012 Browse #04|| | Generator Parameters#04| [0 - |
Connection #05 | | | 192.163.0.13 |Tcpﬂ |2013 Browse #05 Generator  Parameters #05 l—_l
Connection 206 | ¥ | 192.163.0.13 |TCPﬂ |2014 Browse #06 Generator ~ Parameters #06 l—_l
Connection 207 | | 192.163.0.13 |TCPﬂ |2015 Browse #07 Generator ~ Parameters #07 l—_l
Connection #08 | | | 192.163.0.13 |TCPﬂ |2015 Browse #08 Generator ~ Parameters #08 l—_l
Connection #09 | | | 192.163.0.13 |TCPﬂ |201; Browse #09 Generator  Parameters #09 l—_l
Connection #10 | | 192.163.0.13 |TCPﬂ |2013 Browse #10 Generator  Parameters #10 l—_l
Connection #11 | | | 192.163.0.13 |TCPﬂ |201g Browse #11 Generator ~ Parameters #11 l—_l
Connection #12 | | | 192.163.0.13 |TCPﬂ |2020 Browse #12 Generator ~ Parameters #12 l—_l
Connection #13 | | | 192.163.0.13 |TCPﬂ |2021 Browse #13 Generator  Parameters #13 l—_l
Connection #14 | | 192.163.0.13 |TCPﬂ |2022 Browse #14 Generator ~ Parameters #14 l—_l
Connection #15 | ¥ | 192.163.0.13 |UDPﬂ |2023 Browse #15 Generator ~ Parameters #15 l—_l

e Jon =1

Connection #15 j|192-153-0-13 |UDpﬂ |2024 Browse #16 Generator  Parameters #16

Tab 1: "Sender — Parameters"
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6.4.1.1 Destination parameters

Located at left part of the tab, this area allows configuring destination parameters of each
sending connection. You can enter the following information:

Network interface selection  The black arrow has two purposes:

and IP version | e To display a summary of the connection’s
parameters.

e To select the network interface, the IP version or the
IP source address for a connection.

IP address or Host Name IP address should be entered following the numerical
writing of IP address (i.e. XXX.XXX.XXX.XXX) or using the
canonical format (e.g. an URL).

The default IP address is NO_ADDRESS (0.0.0.0 for
IPv4).

Once the value entered, a verification is made and the
field is red colored if the value is invalid.

Protocol TCP or UDP protocol (default = TCP protocol).

Port The port number is limited to 65,535.
By default, the entered port number is 2009.
In case of invalid value, the value is red colored.

6.4.1.1.1 Summary of connection parameters

When you move the mouse over the black arrow, a popup window - called a tooltip — is
displayed.

Destination Parameters Receive
IF Address or Host Mame « Protocole Fort- File
| | LanTrafficv2 Receiver \uDP v | | 2009
! |

a
—JClick to select the netwark interface and IP Version to use with the connection #01

—|Connection #01

IF Address or Host Mame: LanTrafficy 2. Receiver

NP Address after resolution: 192.168.0.31

IP Version: IPv4

Nselected Interface: Interface chosen by the system (IPv4)

Sender connection tooltip

The tooltip for the Sender connection includes 5 items:

e Firstitem is the connection number the tooltip refers to.

e Nextitem is the IP address defined by the user.

¢ Nextitem is the IP address translated when IP Translation address has succeeded
(e.g. the address is not NO_ADDRESS or 0.0.0.0).

¢ Nextitem is the IP version currently selected.

e Lastitem is the interface name selected. The name displayed is the name of the
connection presented in the “Settings/Network and Dial-up Connections” Start
menu of the operating system (Default is “Interface chosen by the system”).
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6.4.1.1.2 Select the network interface, IP version and source IP address

When you click on the black arrow, a window is displayed:

LanTrafficV2 - Source IP Address and IP Version selection for connection #01

Select an Interface in the List below.
Local Area Connection (IPv4 Address: 192.168.0.78 - IPvG Address: FE80::208:DBFF.FE95:3DBF) (D ﬂ

‘Warning: If you want to use IPvE, you must select an interface in the list above.
Mote: IPvE is only available with Windows XP.

SelectIP Version Selection of IP Address on Multihomed Interface
iy

@ EE ool @ Select IP Address IPv4 Address selected: 192.168.0.78
" Use only IPvE

Current Parameters of this Connection

IP Address or Host name: LanTrafficV2 Receiver

IP Address after Resolution: 192.168.0.31 @

IP Version: IPwv4

Selected Interface: Local Area Connection (IPv4 Address: 192.168.0.78 - IPv6 Address: FE80::208:DBFF:FE95:3DBF)

Cancel Help |

Network interface, IP version and IP source address for a Sender's connection

(1)  The network interface selection is optional. It is used to select the IPv6 or to force
connections to be established using a specific interface.

e By default:

. IP version 4 is used.

. The IP stack resolves the interface selection to send packets to the
remote.
The IP stack uses the destination IP address to select the correct
interface. IP address and netmask related to each interface are checked
against the remote IP address to reach. When an interface that matches
the remote IP address is found, it is used. To understand how the IP stack
selects the interface, you may enter ‘route print’ console command to list
interface order, IP address and network address mask.

e You can select one interface from the list of connected interfaces. “LanTraffic
V2” will only use the selected interface to translate IP address and to make
connection. You must select the interface compatible with the remote IP address
you want to reach. When the IP address translation failed, current connection
parameters area is updated as follows:

Current parameters of thiz connection

|F Addresz or Host name: Invalid IP Address or Host Name
|F Addresz after Rezolution: Unspecified
[P Yerzion: IPv4

Selected Interface: Default: Interface chosen by the system (IPv4)

e Use of IPv6 requires the selection of an interface.
e Interface types are restricted: only Ethernet and PPP are listed.
A PPP interface should be in ‘connected’ state to belong to the interface list.
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(2)

()

IP version selection is available:

e with Windows XP (or later)

e when IPVv6 is attached to the interface e.g. current Windows versions doesn’t
offer IPv6 over PPP.

e when an interface has been selected with IPv6 attached e.g. ‘interface chosen
by the system’ can’t be used.

The IP address translation (see 6.4.1.1.3) uses the current IP version to get the IP
address numerical form.

Select IP address is available when multiple IP addresses are attached to the
network interface. This interface configuration is also known as ‘multihomed’
interface. Selection of a Source IP address is generally not required: "LanTraffic V2”
uses the default IP address of the interface to establish connections.

It may be useful when routing priority or policy is defined.

Example of IP address selection for a multihomed interface:

LanTrafficV2 - Select an IPv4 Address for this Multihomed Interface

Select an IPv4 Address

IPvd Addresses: [102 162.0.78 hd

1192.168.0.113

Cancel

(4)

& Select IP address is not available if the default interface ‘Interfac

chosen by the system’ is selected.

Current parameters of this connection area are an abstract for the connection. It
summarizes IP address, numerical IP address format, IP version and interface
selection.

e |P addresses are static. The IP address translation will process only when you
click on OK.

e |P version field is dynamically updated with the user selection.
e Current interface is dynamically updated with the user selection.

When you click on the OK button, if the interface selected or IP version has changed,
the IP address translation is automatically started. It may be time consuming.
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6.4.1.1.3 IP Address translation mechanism

“LanTraffic V2~ tries to translate — e.g. to resolve - the IP address from a canonical to a
numerical format. This operation is called the IP address translation mechanism. When the
‘IP Address or Host Name’ field or Interface parameters changes, when you move from ‘IP
Address or Host Name’ field to another field, to another tab, when the Enter key is pressed
or when Interface parameters change, automatically starts the IP address translation
mechanism.

Because the IP address translation mechanism is CPU consuming, a particular attention
should apply when using IP canonical addresses. CPU consumption depends on the DNS
answer speed, the number of DNS configured and the network load when the DNS
request is sent.

If network environment changes — e.g. a new DNS has been defined - you should press
the Enter key in the ‘IP Address or Host Name’ field to force “LanTraffic V2" restart the
translation mechanism for this connection.

When the IP address translation failed, the IP address is written red on white. This
& connection cannot be started: the “Run” button in the ‘Sender — Traffic + Statistics’ tab is
grayed.

To summarize, the IP address translation mechanism is activated when:
p - the focus leaves the ‘ IP Address or Host Name’ field,

- another tab is selected,

- you duplicate parameters from one connection to another,

- you change the Interface parameters.

6.4.1.1.4 Duplicate parameters of a connection onto others

In order to facilitate input of these parameters, a copy/paste mechanism for all parameters
of a connection is available. This mechanism is not available when the canonical IP
address cannot be translated in numerical format.

Duplication of connection’s parameters doesn’t copy the interface information. When you
copy a connection to another one, the IP address translation mechanism is started.

Sender - Parameters l Sender - Traffic + Statistics ] Receiver - Traffic + Statistics ]

Cestination Parameters

Step 1: fil"St, input pal"ametel’s for a IP Address or Host Name « Protocols  Portw
connection (by example, connection Gonnection #01 | »| [192.166.0.13 [Tcp | [z010
#01) Connection #02 | | | NO_ADDRESS |TcP » | |2009

Connection #03 leO_ADDRESS |Tcpﬂ |2u1u

Step 2: move the mouse cursor on the

‘Connection #1’ |abe| (Source) The IP Address or Host Mame Protocole Portw
mouse cursor appears as Shown Connection #01 | _+ |‘192.'158.U.'13 |TCPﬂ |201U
beside. 4
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Step 3: mouse click left. Then the IP Address or Host Name Protocol~ Fortw
‘Connection #1' label is blue colored.  CHMEEMES | 1921680.12 [rce +] [2010
Step 4:- when you move the mouse IP Address or Host Name Protacole Portw
cursor on one another ‘Connection Connection #01 I REERECERE Tcp v | |2010
#02’ label for example, the mouse Connection #02 | | | NO_ADDRESS |TcP || 2009
cursor changes. 5

(Copy mode)
Step 5: then you can paste all
parameters of connection #01 to the
desired ConneCtion (#02 for example IP Address or Host Mame « Protocol« Portw
as target). Put the mouse cursor on Connection #01 | ¥/ | 192.168.0.13 TcP v | {2010
the 'Connection #02' label and then Connection #02 | | [ 192.168.0.13 TcP ¥ | |2010

use the left mouse button.

Note: this copy/paste mechanism allows copying parameters from one connection (source) to
another one (target). Repeat this process for others connections if needed.

6.4.1.1.5 IP address floating menu

When the mouse is located on the ‘IP address’ text area, the color changes to white and
the following tooltip is displayed:

Frotocol« Port Filename
[click to copy the IP address from connection #01 to all connections
| 192.168.0.13 | =il

Click on the left mouse button to display the short menu as below:

Destination Parameters Save the Recei

Dlerte el Mis et il o v

Copy the IP Address from Connection #01 to all Connections |

Connection#01 |+ | 192.168.0.13 |TCP =T 2008

With this function, the IP Address field from connection #01 is recopied for all connections
from #02 to #16.

6.4.1.1.6 Protocol floating menu

When the mouse is located on the ‘Protocol’ text area, the color changes to white and the
following tooltip is displayed:

IF Address or Host Mame Fort Filename

|click to select the same protocol for all connections p:
[ 192.168.0.13 Tep 5 ;

Click on the left mouse button to display the short menu as below:

SRR L s BT RS Select TCP for all Connections

¥ | 192.162.0.13 |Tcp Select UDP for all Connections

This menu helps to set the same protocol for all connections.

© ZT1 1997-2004 Page 50/122



LanTraffic V2 PART 6 Using “LanTraffic V2”

6.4.1.1.7 Port floating menu

When the mouse is located on the ‘Port’ text area, the color changes to white and the
following tooltip is displayed:

IF Address or Host Mame « Frotocol - Filename

Connection #01 | _*| | 192.168.0.13 |TCP j | 2lcick to change the port number Easﬁ;t

Click on the left mouse button to display four items menu as following:

IP Address or Host Mame - Protocol« Cilmmanon =
Increase only UDP Ports (from first UDP Connection)
Connection #01 ﬂ | 192.168.013 |TCF' ﬂ 201 Decrease only UDP Ports {from first UDP Connection)
Connection #02 | |192-158-D-13 |T0Pﬂ 201 Increase all Ports (from Connection #01)

Connection #03 ﬂ | 192 168.0 12 |TCF' - | @ DE.EF.EESE all Ports (from Connection #01)

With this menu, you can:
e Set the port number increasingly or decreasingly for all UDP connections, based on
the port number of the first UDP connection,
e Set the port number increasingly or decreasingly for all connections, based on the
port number of the first connection without taking into account the protocol in use.

6.4.1.2 Save the Received Data

When the Remote Receiver part is operating in echoer working mode for a connection,
you can select from this area a file name where received data for this connection will be
saved.

A “Browse” button allows selecting a file easily.
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6.4.1.3 Configure the Unitary Mode

Unitary mode is one of the two testing mode offered by the “LanTraffic V2" Sender part.
Notice that each testing mode is exclusive, i.e. it is impossible to mix connections in
unitary testing and automatic testing modes.

The Unitary Mode is configured in Tab 1 “Sender parameters” and run from Tab 2 “Sender
Traffic + Statistics”.

To run or configure unitary testing session, you must first select “Unitary Mode”.

By pressing “Parameter # n” buttons, the following parameters can be configured for each
connection:

= Traffic generator type: Packets generator, mathematical law or file to send,

» Data size and packets parameters: data size, inter packet delay, RTT option
(RTT: Round Trip Time), TOS value (Type Of Service) — TTL (Time To Live)
value if IPv4 or Hop Limit if IPv6.

= Optional: activate a throughput limit.

The traffic generator Type of a connection #n is reminded beside the 'Parameters #n'
button: Generator, File or Law.

When you click on 'Parameter #n' in Tab 1 “Sender — Parameters”, the Parameters
window is pop up.

This window is divided in several areas: Traffic generator type, Data size and packet
parameters, and the optional throughput limit.

The connection number is reminded in the window title.

“‘OK” button allows validating new entered parameters for the connection and closes the
window.
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LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)

" File to send

Step1: Selectthe trafiic generator type Step2: Specify Data size and packets parameters
First of all, select the traffic generator which is going to be used on this connection.

" Random min max
v Packets generator & Fix 5A
" Alternate ize- ize-:
" Random min max size-1 size-2
Increasing / .
" Alternate value-1 value-2 Decreasing min | max 231
Increasing / .
~
Decreasing I LK step Inter Packet Delay (0 to 9,999 ms)
{+ Fix 20 (See Forewarnings menu please)

" Mathematical law

Step 3 (Optional): Activate a throughput limit
When one ofthese two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen.

In this step, define Data Size and packets parameters as well as
the delay between each sent packet or specify values for some IP
Packets Generator Parameters Header fields.

Data Size (1to 65,535 bytes)

+ Fix 1460

Packets number (0 to 99,999,999) | 0 (0 =infinite value)

FPacket Contents (00 to FF hexa byte)

Law : data volume to send
" Random min max
J " Alternate value-1 value-2

Uniform law :
Increasing /
Range : [9.77 KB, 2.38 MB] o Decreasiﬁg |

Filename Mathematical
L law | J
RTT Option TOS (1 hexa byte) Time To Live (TTL)

,_ ,_ " Yes + Mo Value ,W Value ,W

min | max| step

Average Throughput (8 to 999,999 Kbis) Average Throughput (1 to 99,999 Pkis/s )
-

[~ Use value r
-

Cancel | Help |

6.4.1.3.1

Unitary testing parameters window (IPv4)

Step 1: select the traffic generator type for this connection

The first parameter to configure is the data source type. Three exclusive types of data
source are offered:

e Packets generator (Packets generator parameters)

e Mathematical law (Law: Data volume to send)

e File to send (Filename)

6.4.1.3.1.1

Packets generator

When the Packet Generator data source is selected, “LanTraffic V2” will generate n user-
defined contents packets for this connection.

Packets Generator Farameters

Packets number (0 to 99,999 999) (0 (0 = infinite value)

FPacket Contents (00 to FF hexa byte)

@+ Fix |5A
" Random l_ min l_ max
™ Alternate l_ value-1 l_ value-2

Increasing !
Decreasing 1L L2 step

Packets generator parameters
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= Packets number

Number of packets to send is limited to 99,999,999. Zero value means infinite and is the
default value.

= Packet contents (00 to FF hex byte)

The Content is in hex-byte. Accepted values are all combinations from 00 to FF.

The packet contents can be configured as follows:

e Fix: each packet has the same content.

¢ Random: “LanTraffic V2" computes random packet content included in a user-
defined range (min to max).

e Alternate: “LanTraffic V2” uses the first value (value-1) for odd packets and
the second value (value-2) for even packets.

¢ Increasing/Decreasing: the content of each packet varies in a user-defined
range from the minimal to the maximal value. Each following packet content is
incremented by the step value (0 is an invalid value). When the maximal value
is reached, the packet content decreases down to the minimal value by the
step value.

____ Statistics: when the traffic generator type is selected, the ‘Volume to send’ and the
.ir ‘Remaining volume’ statistics cannot be computed. In statistics fields of the “Sender- Traffic
¥+ statistics” tab, “N/A” will be displayed.

6.4.1.3.1.2 Mathematical law

For the unitary testing mode, the mathematical law is a data volume to send law. Volume
will impact the duration of the connection.

Law : data volume to send

Default - Edit ...
LIniform law

Range :[9.77 KB , 2.38 MB]

‘LanTraffic V2" unitary testing mode offers four mathematical laws related to the data
volume:

- Uniform law
- Exponential law
- Pareto’s law
- Gauss law
These laws are presented in details in Annex PART 9.

© ZT1 1997-2004 Page 54/122



LanTraffic V2

PART 6 Using “LanTraffic V2”

In the “Law: data volume to send” sub-area, a list box allows to select an existing law. The
main features (type of mathematical law and values range) of the selected law are

reminded below the List box.

You can add, modify or delete a law by pressing the “Edit” button. Then a new window is

pop up:
Edit data volume to send laws

Law identifier

| Default

Create | |

Law parameters

Law name: [Uniform law: de{beta - alpha)

Range: |[9.77 KB , 2.38 MB]

........................................

[a] Cancel

........................................

alpha: 10000 beta: 2500000

Edit data volume to send law
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To add a new data volume to send law:
1. Press the “Create” button, then a new window is displayed:

Edit data volume to send laws R|

Law identifier: |

Mathematical law associated

Law name: |Uniform law: dw/(beta - alpha) |

alpha:| 0.0 beta: | 100.0

Fange: [0 B, 100 B]

2. Select one mathematical law name: Exponential, Uniform, Pareto or Gauss.

3. Enter parameters value for the selected mathematical law (1 or 2 parameters are
required depending on the selected law),

4. Save and close the window by pressing the “OK” button.
5. Your new law is selected in the parent window.

6. Repeat operation 1 to 5 to create other laws.

p Range is computed automatically each time you modify the parameters of the law.

.if Laws created from this window will also be available in the Automatic testing mode.
!

6.4.1.3.1.3 File to send

With this selection, “LanTraffic V2~ will send the file defined in the 'Filename' sub-area.
The 'Browse' button allows selecting easily the file to send.

Filename

| Browse

Loop counter (1 to 99) |1_ Ld;i;imspb?ﬁsgg )

0

The Loop counter should be greater than 0. Each time the file is sent, the loop counter
decreases and when the 0 value is reached, the traffic generator stops.

Idle time between each loop is expressed in seconds. It defines a pause between two file
transfers. It is recommended to define a value lower than the remote TCP/IP timeout if
TCP protocol is used (default TCPTimeout value is 5 seconds) because the remote will
disconnect due to the idle timeout.
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6.4.1.3.2 Step 2: Specify data size and packets parameters

6.4.1.3.2.1 Data size
This parameter defines the size of data transmitted for each packet.

Data Size (110 65,535 hytes)

& Fix W

" Random | min | max
(" Alternate | size-1 | Size-2
~ Increasing ! | min | max| step

Decreasing

The maximum accepted value is 65,535. 0 (null) is not a valid value. By default, the
entered value is 1,460. This value is the default payload for TCP with IPv4. When IPVv6 is
selected, the payload should be shorter. Packet size can be configured as follows:

e Fix: each packet has the same size. The last packet may have an inferior size to fit the
data volume to send when mathematical law or file to send data source is selected.

e Random: “LanTraffic V2” computes a random packet size included in a range specified
by the user for each packet to send.

e Alternate: two values must be defined. “LanTraffic V2" uses the first value for odd
packets and the second value for even packets.

¢ Increasing/Decreasing: the size of each packet varies in a range defined by the user,
from the minimal to the maximal value. Each size is incremented by the step value (0 is
an invalid value). When the maximal value is reached, the packet size decreases step
by step until the minimal value.

| It is important to note that “LanTraffic V2” requires a minimal packet size when the RTT
.\'\ mode is selected, to add a CRC, a sequence number and the timestamp. Therefore, the
minimal packet size with RTT mode active is 14 bytes (see paragraph 6.4.1.3.2.3 about
RTT option).
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6.4.1.3.2.2 Inter Packet Delay

This parameter allows defining the time interval between two packets. Values are limited to
9,999 milliseconds i.e. 10 seconds. A value of zero means no inter-packet delay.

Inter Facket Delay (0 to 9,999 ms)

& Fix 20 (See Forewarnings menu please)

" Random min max

(" Alternate value-1 value-2
Increasing / li )

~
Decreasing min | max| e
Mathematical

~
law | J 4

The inter-packet delay can be configured as follows:

e Fix: inter-packet delay is the same for all transmitted packets.

e Random: “LanTraffic V2" computes a random inter-packet delay included in a range
specified by the user for each packet to send.

e Alternate: two values must be defined. “LanTraffic V2” uses the first value for odd
packets and the second value for even packets.

¢ Increasing/Decreasing: inter-packet delay varies in a range defined by the user, from
the minimal to the maximal value. Each inter-packet delay is incremented by the step
defined by the user (0 is not an accepted value for step). When the maximal value is
reached, inter-packet delay decreases by the step value down to the minimal value.

e Mathematical law: the user chooses between one of the fourth available laws
(Uniform, Exponential, Pareto and Gauss).

6.4.1.3.2.3 RTT option
RTT Option When ‘Yes’ is selected, “LanTraffic V2" will add RTT
~ Yes & No (Round Trip Time) header information into packets without

changing the data size defined.
The RTT header format is:

4 bytes magic number

4 bytes sequence number

4 bytes time when sent

4 bytes length (without the RTT header)

This information will be used in conjunction with connections running in echoer mode on
the Remote Receiver part. Each echoed packet is analyzed by the Local Sender part.
When RTT header is found, RTT is computed and can be saved in a file specified in Tab 1
“Sender - Traffic+Statistics” (see in paragraph 6.4.2).

At the Remote Receive side, RTT information is checked to update ‘sequencing errors’
statistics.
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6.4.1.3.2.4 The TOS field (IPv4 only)

The TOS field is available only if IPv4 is selected for the connection.

You can input the TOS value (by default, TOS = 00) used

TOS (1 hexa byte) for each packet sent on the IP connection.

Example: value = 14 (or in binary: 0001 0100) means:
Type of Service bits 3-6 (TOS) = 0100 (maximize
throughput)

Yalue |00

= 001 (priority)

Bits: 7 6 5 4 3 2 1 0

M Type of
B ype o ! Precedence
Z Service
Y Y
Must RFC 1349 RFC 1122
Be I\ /
Zero ~N

IP Type of Service (TOS)
RFC 791

IPv4 Type of Service byte

ko)

For Windows 2000 and XP: to allow for behavior similar to Windows NT 4.0 IP_TOS on
Windows 200/XP0 for backward compatibility, a new registry key is added on Windows
2000. It is necessary to edit the Registry and modify this key in order to use the TOS byte
of "LanTraffic V2"

Using Registry Editor incorrectly can cause serious problems that may
require you to reinstall your operating system. Microsoft cannot guarantee
that problems resulting from the incorrect use of Registry Editor can be
solved.

For information about how to edit the registry, view the "Changing Keys and
Values” Help topic in Registry Editor (regedit.exe) or the "Add and Delete
Information in the Registry” and "Edit Registry Data" Help topics in
regedit.exe.

Note that you should back up the registry before you edit it. If you are
running Windows NT, Windows 2000 or XP you should also update your
Emergency Repair Disk (ERD).

Follow these steps to enable the IP_TOS option for the Winsock setsockopt
function and the -v option for the ping utility on Windows 2000/XP:

Start Registry Editor (regedit.exe). Go to the following key on Local Machine:
HKEY LOCAL MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters\
NOTE: The registry key is one path.

On the Edit menu, click Add Value, and then type DisableUserTOSSetting.
Click REG_DWORD in the Data Type box, and then click OK. Enter 0 in the
prompt box. Quit Registry Editor, and then restart the computer.
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6.4.1.3.2.5 The TTL field
Time To Live (TTL) e}y il The user can input the TTL/Hop Limit value
Value | 00 Value | 00 (hexadecimal) used for each packet sent on
or the connection.
IPv4 IPv6 Default value = 00

6.4.1.3.3 Step 3 (optional): Activate a throughput limit

For the TCP connection, the average throughput limit is expressed in Kb/s (or Kbps):

Step 3 (Optional): Activate a throughput limit
When one of these two options is selected, "LanTrafficV2" generates the traffic in best effort to respect the throughput chosen.

Average Throughput (8 to 999,999 Kbis) Average Throughput (1to 99,999 Plis/s )
o

[~ Usevalue r
'

With this feature, you can define a throughput limit for this connection (in Kilo bits per
second) with the check box ‘Use value’. You specify the average throughput in Kbps in the
edit box and select one of the two parameters (packet size or inter packet delay).
“‘LanTraffic V2" will automatically adapt data traffic generation with adjustment of packet
size or inter packet delay (user choice) up to the throughput requested by the user.

For the UDP connection, the average throughput is expressed in Kb/s or can also be
expressed in number of packets per second (Pkts/s):

Step 3 (Optional): Activate a throughput limit
When one of these two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen.

Average Throughput (8 to 999,999 Kbis) Average Throughput (1 to 99,999 Pkis/s )

o
[~ Usevalue

[~ Use value (only for UDP connection)
~

p The throughput value must be greater than or equal to 8 Kbps.
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6.4.1.4 Configure the Automatic Mode

The Automatic Mode is a mode in which all enabled connections are generated together
following a “Starting time connections generation” law and a “Data volume to send” law.

As unitary testing mode, automatic testing mode is configured in Tab 1" Sender —
Parameters” and run in Tab 2 “Sender Traffic +Statistics”.

Once automatic mode is selected in Tab 1, you can choose to enable or disable each
connection by using the ON/OFF list box.

:'F LanTrafficV2

Flle Edit Configuration File Downloading Automation Tool Help

Sender - Parameters ]Sender—Tramc+Statistics Receiver - Traffic + Statistics ThroughputGraphics]
Destination Parameters Save the Received Data " Unitary Mode = Automatic Mode

IP Address or Host Name ~ Protocol« Port- Filename Traffic Generator

Connection#01 | _+| [ 192.168.0.13 [TcP +| | 2009 Browse #01 rameters#
Connection #02 | _¥| [192.1680.13 |uDP ¥ | 2010 Browse #02 " rarmeters #
Connedtion #03 | _+| [192.168.0.13 [rcr v [2011 Browse #03 Pararmaters 03
Connection #04 | _+| [192.1680.13 [TcP | |2012 Browse #04 T e

o
3
Pl

-]

On

AN

B Jon ~]

_.—I on-~

S 15 for <]

On «

Connection #05 | | [192168.0.13 [rce =] [2013 Browse #05 [on =]

Connection #05 |+ [ 192.168.0.13 [Tcp w||2014 Browse #06 o

Connection#07 | +| | 192.168.0.13 [TcP | |2015 Browse #07 lon ~]
Connection #08 | || 192.168.0.13 [tcP «][2016 Browse #08 e e

Connection#09 || 192168.0.13 [tcp »][2017 Browse #09 fon )

Connection #10 | | [192.1680.13 [TcP »|[2018 Browse #10 o

Comnecion#11 |+ [ 192168013 [TcP w2019 Browse #11 [on ~]

Connection#12 | || 192.168.0.13 [rcp +| 2020 Browse #12 e

Connection #13 | | [ 192.1680.13 [TcP =] [2021 Browse #13 lon ]

Connection #14 |+ [192.168.0.13 [Tcp | [ 2022 Browse #14 P

Connection#15 | +| | 192.168.0.13 |upp v [2023 Browse #15 [on ]

P Jon ~]

Connedion #15 | | | 192.1680.13 |uDP_w| | 2024 Browse #16

— Start Sender R e
T ( and Receiver Act L CF

By clicking on the '[P]' button (P as Parameters), the following window is pop up allowing
to configure the automatic testing mode parameters:
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LanTrafficV2 - Traffic Generator Parameters in automatic testing Mode

These parameters apply to all enahbled connections

Mathematical laws parameters

Starting time connections generation Data volume to send on connections

|Defau|t j |Defau|t ﬂ
LInifarm law . LInifarm law )
Range : [20 ms , 50 ms] Edi... Range : [9.77 KB , 2.38 ME] Edit...

Data size (1to 65,535 bytes) | 1460

Cancel | Help |

Automatic testing parameters window

6.4.1.4.1 Starting time connections generation laws

Starting time connection laws regulate the timing between starting of two connections. The
available mathematical laws for starting time connection are Uniform and Exponential
laws. (Mathematical laws are presented in details in Annex part). You can add, modify or
delete a law by pressing the “Edit” button. Then a new window is pop up:

Edit starting time connections generation laws

Law identifier

Default |

Create |

Law parameters

Law name: [Uniform law: dw{beta - alpha)

alpha: [20.00 beta: |50.00

Range: | [20 ms, 50 ms]

Cancel

Starting time connections generation law window

© ZT1 1997-2004 Page 62/122



LanTraffic V2 PART 6 Using “LanTraffic V2”

To add a new Starting time connections generation law:

1) Press the “Create” button, then a new window is pop up

Edit starting time connections generation laws

Law identifier: |

Mathematical law associated

Law name: | Uniform law: dx/(beta - alpha) |

alpha:| 0.0 beta; | 100.0

Range: [0 ms, 100 ms]

Edit starting time connections generation law window

Help |

2) Select one mathematical law: Uniform or Exponential.

3) Enter parameters values for the selected mathematical law (1 or 2 parameters are
required depending on the selected law).

4) Save and close the window by pressing “OK” button.

5) You new law is selected in the parent window.

6) Repeat operation 1 to 5 to create other laws.

6.4.1.4.2 Data volume to send laws
Data volume laws regulate the data volume to send for connection. The available
mathematical laws for data volume to send are: Uniform, Exponential and Pareto laws.
(Mathematical laws are presented in details in Annex Part). You can add, modify or delete
a law by pressing the “Edit” button. Then a new window is pop up:

Edit data volume to send laws R|

Law identifier

| Default |

Create | | |

Law parameters

Law narme: Uniform law: di{beta - alpha)

alpha: 10000 beta: 2500000

Range: |[9.77 KB, 2.38 MB]

QK Cancel

Volume law window
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To add a new data volume to send law:

1. Press the “Create” button and the following window is pop up:

Edit data volume to send laws §|

Law identifier: |

Mathematical law associated

Law name: | Uniform law: dx/(beta - alpha) |

alpha:| 0.0 beta; | 100.0

Range: [0 B, 100 B]

Edit data volume law window

2. Select one mathematical law: Uniform, Exponential, Pareto or Gauss.

3. Enter parameters value for the selected mathematical law (1 or 2 parameters are
required depending on the selected law).

4. Save and close the window by pressing “OK” button.
5. You new law is selected in the parent window.

6. Repeat operation 1 to 5 to create other laws.

Up to the used machine (Windows 95, 98, Me, NT4, 2000 or XP), the WinSock 2 Interface
could present number-limits of the incoming simultaneous calls. Consequence for

W “LanTraffic V27 is the presence of “connection failed”, particularly when connections

frequency is very near (inferior to 150 ms), and when the data volume to transmit is very

small which implies to make many connections.

These connection failures do not disturb “LanTraffic V2”. To reduce these failures,

decrease the frequency of connections or increase the data volume.

6.4.1.4.3 Packets size

In the automatic testing mode, entering a value in bytes in the «Mathematical Laws
Parameters» window configures the packet size.
Packet size is limited to 65,535 bytes.
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6.4.2 Sender - Traffic + Statistics tab
This second tab related to the Sender allows:

o Displaying destination parameters of each connection,

e Displaying traffic statistics for each connection,

o If unitary testing mode is selected in Tab 1, to command traffic generation in unitary
testing mode i.e. to run and stop each connection, including a tooltip summary,

e |f automatic testing mode is selected in Tab 1, to command traffic generation in

automatic testing mode i.e. to run and stop all enabled connections.

A The cursor can be changed to the hourglass during the time needed to this

tab to process IP address translation.

The Tab 2 “Sender - Traffic + Statistics” is divided in four areas:
= Destination Parameters
« Statistics (based on application data)

= Buttons to start/stop connections in the Unitary or Automatic mode selected in the

"Sender — Parameters" tab
*  Export statistics into a File

Each area is presented in the following paragraphs.

Sender- Parameters Sender - Traffic + Statistics l Receiver - Traffic + Statistics ] Throughput Graphics ]
Destination Parameters Statistics (based on application data) [
Tx Tx Tx Rx Rx Rx
IP Address or Host Name Fort Throughput  Volume Packets Throughput Volume Packets Jitter

Connection #01 112 Mbls.  1.44 MB 1023p 1.13Mb/is.  1.44 MB 1016 p 3ms
Connection #02 576 Kbis 737 KB 512p 576Kbis 737 KB 512p 1ms
Connection#03| NQO_ADDRESS 2009

Connection #04| NO_ADDRESS 2009

Connection#05| NQ_ADDRESS 2009

Connection #06  NO_ADDRESS 2009

Connection #07 | NO_ADDRESS 2009

Connection #08| NO_ADDRESS 2009

Connection #09| NO_ADDRESS 2009

Connection#10| NO_ADDRESS 2009

Connection #11| NO_ADDRESS 2009

Connection #12| NO_ADDRESS 2009

Connection #13| NO_ADDRESS 2009

Connection #14| NO_ADDRESS 2009

Connection #15| NO_ADDRESS 2009

Connection #16| NO_ADDRESS 2009

Export Statistics into a File o Choose Columns|
Exportis disabled

Unitary Mode

Stop #01

Stop #02

Stop All
Connections

FEEEEEEEEEEEEE

Tab 2: “Sender - Traffic + Statistics”

6.4.2.1 Destination Parameters

In this area, the destination parameters (IP address and port number) are displayed as
information for each connection. These parameters can be modified in the tab 1 “Sender —

Parameters” if the connection is stopped.
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6.4.2.2 Sender statistics

By using the "Choose Columns" button at the

Ch Col
pose Lolimns bottom, you can select the parameters to display.

Up to 7 parameters can be simultaneously displayed among 13 parameters described later
in this paragraph, and at least one parameter must be selected.

These statistics are computed at the application level (and based on application data sent
or received). No MAC, IP and TCP/UDP headers and trailers are taken into account.

To reset the statistics displayed, two methods can be used:

e by clicking on the "Reset Display" button (this button is enabled when all connections
are stopped).

e by checking the "Clear on Stop" option (when the connection stops, the statistics for
this connection are automatically cleared).

Statistics (based on application data) [ Clear on Stop

The "N/A" (Not Applicable) mention can be displayed instead of a value in the cell of the
statistics table if the parameter cannot be calculated.

Statistics (based on application data) [
Tx Tx Fx R Seq. Mum.

FPackets Throughput Packets Throughput  Jitter Errors
4817 p 2.23 Mbis O0p 0.00bis A A

If a connection is in progress or cannot be activated (in case of invalid parameters or
connection problem), a warning message is displayed.
Examples:

e Connection failed: no response from the Remote. Please check your parameters.

e Connection pending: LanTrafficV2 is waiting for the Remote response.

e Connection reset: the Remote has reset the connection.

Statistics (based on application data) [v Clear on Stop
Tx Tx Tx R R Seq. Mum.
Packets Throughput Yolume Packets Throughput  Jitter Errors

= . . — —

B I =iif=] Bs == e He (=} pacg Bk Ara [=h (=]

Connection reset: the Remote has reset this connection.

Note: the warning message isn't erased if the "Clear on Stop" option is selected.

© ZT1 1997-2004 Page 66/122



LanTraffic V2

PART 6 Using “LanTraffic V2”

List of the 13 statistic parameters calculated for the Sender

Transmitting statistics

Tx Packets

Tx Packets (Tx = Transmit) is the number of packets that "LanTraffic V2" has sent
since the connection is started.

Tx Pkts Throughput

Tx Pkts Throughput (Tx = Transmit) is the mean number of packets that "LanTraffic
V2" is sending per second. This value is only available with UDP connections.

The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Tx Throughput Tx Throughput (Tx = Transmit) is the mean throughput of data sent.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.
Tx Volume Tx Volume (Tx = Transmit) is the number of bytes that "LanTraffic V2" has sent

since the connection is started.

Receiving statistics

Rx Packets

Rx Packets (Rx = Receive) is the number of packets that "LanTraffic V2" has
received since the connection is started.

Rx Pkts Throughput

Rx Pkts Throughput (Rx = Receive) is the mean number of packets that "LanTraffic
V2" is receiving per second. This value is only available with UDP connections.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Rx Throughput Rx Throughput (Rx = Receive) is the mean throughput of data received.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Rx Volume Rx Volume (Rx = Receive) is the number of bytes that "LanTraffic V2" has received

since the connection is started.

Other statistics

Jitter

Jitter is the mean variation of delays on packets received. This value is only
available when RTT option is selected (on the Local Sender: see Traffic Generator
Parameters). This value corresponds to either the mean one-way variation (remote
Receiver = Absorber Generator mode) or the mean two-ways variation (remote
Receiver = Echoer mode).

Remaining Volume

'Remaining Volume' is the number of bytes that "LanTraffic V2" has still not sent.
This information is only available for two Traffic Generator types (Mathematical
Law and File to Send).

RTT

'RTT" is the Round Trip Time of a packet which was sent by "LanTraffic V2". This
value is calculated if the RTT option is selected on the local Sender Traffic
Generator and if the remote Receiver works in Echoer mode.

© ZT1 1997-2004

Page 67/122



LanTraffic V2 PART 6 Using “LanTraffic V2”

Seq. Numb. Errors 'Seq. Numb. Errors' (Sequence Number Errors) is the sum of the Out Of Sequence
packets number (OOS) and the number of lost packets. This value is only available
if the RTT option is selected (on local Sender: see Traffic Generator Parameters)
and if the working mode of the remote Receiver is Absorber Generator or Echoer.

Volume To Send 'Volume To Send' is the number of bytes that "LanTraffic V2 should send. This
information is only available for two Traffic Generator Types (Mathematical law and
File to Send).
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6.4.2.3 Export statistics into a file

To export all or part of statistics into a file, click on the 'Parameters' button when enabled
(i.e. if connections of the Sender are not active):

Export Statistics into a File

- When no parameters are defined, the state is:
Farameters Export is disabled Export is disabled

Then a new window allows defining parameters for the export process:

¢ Enable or disable the export process,

¢ The filename (.log extension) of the export file,

e The maximum size of the export file (when the maximum size of the file is reached,
statistics are not saved anymore),

¢ The identification of the needed connections,

e The parameters to export (up to 13).

LanTrafficV2 - Export Sender Statistics (Appplication Level)

Export Statistics

When the export of statistics is activated, "LanTrafficvV2” writes the selected statistics of selected connections into the
file. The writing operation occurs as soon as the connection is established. Mew statistics values are written at
Fefesh Time rate until the connection is finished.

[v Activate the export of Sender statistics

Filename: | Save_Sender_Statistics.log { Browse

_ Farameters to export
Max Size (1to 999 MB): | 10

Transmitting Statistics Receiving Statistics
[v Tx Throughput [ RxThroughput
EELLER I L [ Tx Pkts Throughput [ Rx Pkis Throughput
Al | None | [ TxVolume [ RxVolume
Connections Subset [w Tx Packets [~ FxPackets
M1 T 51T 9 T 13 Other Statistics
W2 6 [T10 [ 14 [~ Remaining Volume v Jitter
3 T 7 [ 11 [ 15 [~ Volume To Send [v Zeq. Mum. Errors
T4 [~ 8 [12 [ 16 v RBTT
OK Cancel Help

Then press OK to validate, and a new state is displayed:

Export Statistics into a File When parameters have been defined and the
Exportis enabled export process is enabled, the state is:
Export is enabled

Do not specify the same filename to save statistics for the Sender and the Receiver parts;
/Q else a warning message is displayed.
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The statistics file is updated with the same refresh period than the statistics displayed.

A special mark is added to keep special TCP and UDP events e.g. Begin and End of
sending traffic.

When you reset statistics, the displayed values and the exported values are reset.

Statistics are saved into the file as soon as connections of the Sender are started and the
'Export is running' state is displayed:

Export Statistics into a File

|:| Exportis running

When all connections are stopped, then the export process is automatically suspended
and the following idle state is displayed:

Export Statistics into a File
: E Export is enabled

6.4.2.3.1 Sender statistics file format

The Sender statistics file is formatted line by line as follows:

First line: Starting session MM/DD/YYYY at HH:MM:SS,mmm (UTC time)
Second line: LanTrafficV2 Sender

Third line: this line contains the labels of columns

Connection #nn (Protocol) Date Time Parameter i Parameter i Parameter ...

with:
- nnis the number of the connection
- Protocol is UDP or TCP,
-  Date (MM/DD/YYYY)
- Time (HH:MM:SS.mmm) UTC time
- Parameter i, Parameter j ... are the statistics chosen by the user (up to 13 parameters can be selected)
Example: Parameter i = Tx (Transmit) Throughput, Parameter j = Tx (Transmit) Packets ...

Next lines: numerical values

Connection #nn (Protocol) MM/DD/YYYY | HH:MM:SS.mmm | nnn.nn | nnn.nn

Additional marks for TCP and UDP connection events

Connection #nn (TCP or UDP) Begin
This indicates the beginning of sending traffic for the connection #nn (nn: from 01 to 16).
Numerical values are latest values computed by “LanTraffic V2” for the line.

Connection #nn (TCP or UDP) End
This indicates the end of traffic for the connection #nn.
Numerical values are latest values computed by “LanTraffic V2” for the line.
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,Q » When a value cannot be computed, the "N/A" mention is indicated.
» The delimiter mark used between each field is the tabulation character.

6.4.2.3.2 Export Sender file sample

In the following example, 3 connections (#01, #02 et #15) have been selected for the local Sender with 7
parameters exported: Tx (Transmit) Packets, Tx (Transmit) Throughput, Tx (Transmit) Volume, Rx (Receive)
Packets, Rx (Receive) Throughput, Jitter and Seq. Num. Errors (Sequence Number errors):
- Connection #01: Protocol = TCP & Traffic Generator type = Packets generator
[Size Packet = 1460, Inter Packet Delay = 20, RTT option = Yes]
- Connection #02: Protocol = UDP & Traffic Generator type = Packets generator
[Size Packet = 1460, Inter Packet Delay = 30, RTT option = Yes]
- Connection #15: Protocol = TCP & Traffic Generator type = File to send (816 KB) with Loop counter = 15
and idle time between each loop = 3 seconds.
[Size Packet = 1460, Inter Packet Delay = 50, RTT option = No]

The remote Receiver has been configured with 3 enabled connections working in the following modes:
- Connection #01: working mode = Absorber

- Connection #02: working mode = Echoer

- Connection #03: working mode = Absorber + Generator

Parameters set In the General Parameters of the Configuration menu:
- Refresh time = 1 second
- Throughput sampling period = 1 second

The 3 connections are started all together; and then the connections #01, #02 and #15 are manually
stopped.
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Starting session 07/16/2004 at 15:58:11.856 (UTC Time)

LanTrafficV2 Sender

. . . Tx Tx Volume Tx Rx Rx Jitter Seq.
Connection #i (Protocol) Date Time Throughput (KB) Packets Throughput Packets (ms) Num.
(Kb/s) (Pkts) (Kb/s) (Pkts) Errors

Connection #02 (UDP) BEGIN 07/16/2004 15:58:11.876 0 0 0 0 0 N/A 0
Connection #01 (TCP) BEGIN 07/16/2004 15:58:11.926 0 0 0 0 0 N/A 0
Connection #15 (TCP) BEGIN 07/16/2004 15:58:11.926 0 0 0 0 0 N/A N/A
Connection #01 (TCP) 07/16/2004 15:58:12.307 0 27.35 19 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:12.307 0 18.71 13 0 12 0 1
Connection #15 (TCP) 07/16/2004 15:58:12.307 0 11.41 8 0 15 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:13.308 276.38 99.32 69 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:13.308 195.77 67.65 47 172.73 45 1 1
Connection #15 (TCP) 07/16/2004 15:58:13.308 114.06 39.92 28 228.13 63 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:14.310 575.78 171.29 119 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:14.310 380.02 115.16 80 391.53 79 1 1
Connection #15 (TCP) 07/16/2004 15:58:14.310 228.13 68.44 48 536.09 110 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:15.311 575.78 243.27 169 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:15.311 380.02 162.66 113 380.02 112 2 1
Connection #15 (TCP) 07/16/2004 15:58:15.311 228.13 96.95 68 536.09 157 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:16.313 575.78 315.24 219 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:16.313 391.53 211.6 147 380.02 145 1 1
Connection #15 (TCP) 07/16/2004 15:58:16.313 228.13 125.47 88 547.5 205 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:17.314 575.78 387.21 269 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:17.314 380.02 259.1 180 391.53 179 0 1
Connection #15 (TCP) 07/16/2004 15:58:17.314 228.13 153.98 108 536.09 252 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:18.315 575.78 459.19 319 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:18.315 380.02 306.6 213 380.02 212 1 1
Connection #15 (TCP) 07/16/2004 15:58:18.315 228.13 182.5 128 547.5 300 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:19.317 575.78 531.16 369 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:19.317 380.02 355.54 247 380.02 246 0 1
Connection #15 (TCP) 07/16/2004 15:58:19.317 228.13 211.02 148 547.5 348 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:20.318 575.78 604.57 420 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:20.318 391.53 403.05 280 391.53 279 1 1
Connection #15 (TCP) 07/16/2004 15:58:20.318 228.13 239.53 168 536.09 395 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:21.320 575.78 676.54 470 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:21.320 380.02 451.99 314 380.02 312 0 1
Connection #15 (TCP) 07/16/2004 15:58:21.320 228.13 268.05 188 536.09 442 0 N/A
Connection #01 (TCP) 07/16/2004 15:58:22.331 575.78 748.52 520 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:22.331 391.53 499.49 347 391.53 346 0 1
Connection #15 (TCP) 07/16/2004 15:58:22.331 228.13 296.56 208 536.09 490 0 N/A
Connection #01 (TCP) END 07/16/2004 15:58:22.852 575.78 784.5 545 0 0 N/A 0
Connection #02 (UDP) 07/16/2004 15:58:23.323 380.02 546.99 380 380.02 379 1 1
Connection #15 (TCP) 07/16/2004 15:58:23.323 228.13 325.08 228 547.5 537 0 N/A
Connection #02 (UDP) 07/16/2004 15:58:24.324 380.02 595.93 414 380.02 413 1 1
Connection #15 (TCP) 07/16/2004 15:58:24.324 228.13 353.59 248 536.09 585 0 N/A
Connection #02 (UDP) 07/16/2004 15:58:25.325 391.53 643.44 447 380.02 446 0 1
Connection #15 (TCP) 07/16/2004 15:58:25.325 228.13 382.11 268 547.5 632 0 N/A
Connection #02 (UDP) 07/16/2004 15:58:26.327 380.02 692.38 481 391.53 480 1 1
Connection #15 (TCP) 07/16/2004 15:58:26.327 228.13 410.63 288 536.09 680 0 N/A
Connection #15 (TCP) 07/16/2004 15:58:27.328 228.13 439.14 308 547.5 727 0 N/A
Connection #02 (UDP) END 07/16/2004 15:58:27.949 380.02 734.12 510 310.92 509 0 1
Connection #15 (TCP) 07/16/2004 15:58:28.330 228.13 467.66 328 536.09 775 0 N/A
Connection #15 (TCP) 07/16/2004 15:58:29.331 228.13 497.6 349 536.09 822 0 N/A
Connection #15 (TCP) END 07/16/2004 15:58:30.843 228.13 524.69 368 547.5 894 0 N/A
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6.4.2.4 Run the Unitary Mode

The unitary mode is chosen in the "Sender — Parameters" tab.
Unitary Mode The unitary testing mode can be launched from the 'Unitary
Mode' area as shown opposite.

You can run or stop connections separately (by using the
Start#01 command buttons 'Start #nn' or 'Stop #nn'), or all together

Start #02 ("Start All Connections' or 'Stop All Connections').

STl Tooltip to get a summary of connection parameters:
Start #04 You can view a summary of the main parameters of a
connection when moving the mouse over the 'Start #nn'

Start #05 N
button, and then a tooltip is displayed:
Start #06
Start #07 Start Al - Clearon Stop Unitary Mode
o a ct m. TxPkis
_nnne 1ons Throughput

Start #01
Start #02

Connection #02

IP Address or Host Mame: 192, 168.0.77

IF Address after resolution: 192, 168.0,77

IP Version: IPv4

Selected Interface: Interface chosen by the system (IPv4)
Protocol; UDP

Start #14
Tab 2 “Sender - Traffic + Statistics”— Connection summary

Start #15
The “Sender — Traffic + Statistics” summary tooltip displays:

Connection number

IP address or Host Name entered by the user
IP address in numerical format after resolution
IP version

The interface used

The protocol selected.

Start #16

HHHHERREEHHHHHH

To carry out the unitary testing session:

1. In Tab 2: “Sender Traffic + Statistics”
= If Sender connections are active, stop all running connections by pressing the “Stop
All Connections” button.

2. In Tab 1: “Sender Parameters”
= Select the Unitary Mode.

3. In Tab 1: “Sender Parameters”
= If necessary configure unitary parameters of each connection by pressing the
“Parameters #n” button.

4. In Tab 2: “Sender Traffic + Statistics”
= Press the “Start all Connections” button to start all connections together or press
the “Start #nn” buttons to start connections one by one.
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6.4.2.5 Run the Automatic Mode

Automatic Mode

Start All

Connections

The Automatic mode is chosen in the "Sender — Parameters"
tab.

The automatic testing mode can be launched from the
'‘Automatic Mode' area as shown opposite.

In this area, there are two buttons to start and stop all enabled
connections: 'Start All Connections' and 'Stop All Connections'.

To carry out the automatic testing session:

1

In Tab 2: “Sender - Traffic + Statistics”

= If Sender connections are active, stop all running
connections by pressing the “Stop All Connections”
button.

In Tab 1: “Sender - Parameters”
= Select the Automatic Mode.

In Tab 1 “Sender - Parameters”:

= If necessary, configure automatic parameters by
pressing the “[P]” button and enable or disable
connections by using the ON/OFF combo box.

In Tab 2: “Sender - Traffic + Statistics”:
= Press the “Start All Connections” button to start all
enabled connections.
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6.5 Receiver part

The Receiver part allows receiving UDP and TCP traffic following five different working
modes: 'Absorber' or 'Absorber File', 'Echoer' or 'Echoer file', and 'Absorber + Generator'.

Receiver - Parameter + Statistics tab

By using this tab, you can:
e configure unitarily up to 16 connections in order to receive traffic from one or many

remote Senders,
e configure the receiving working mode for each connection,
e select the statistics to display (6 among 13 parameters) and save into a file.

The tab is divided in four areas: ‘Listening To ...',

Mode’ and ‘Statistics’.

'‘Coming From ...

, receiving 'Working

Sender—Parameters] Sender - Traffic + Statistics Receiver - Traffic + Statistics lThroughputGraphics

Listening To ... Coming From ... Waorking Mode Statistics (based on application data)
Rx Rx Tx
Fort, FProtocol, | Remote IP Address or Host Name o Throughput Volume Throughput Volume
Connection#01 | *| [ 2000 [TCP ||| ANY_ADDRESS |absorber | #01

Connection #02 | | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #02

Connection #03 | ¥ | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #03

Connection #04 | _* | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #04

Connection #05 | _* | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #05

Connection #06 | _*| | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #06

Connection #07 | | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #07

Connection #08 | _* | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #08

Connection #09 | _* | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #09

Connection #10 | | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #10

Connection #11 | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #11

Connection #12 | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #12

Connection #12 | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #13

Connection #14 | | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #14

Connection #15 | | 2009

|TcP ||| | ANY_ADDRESS

Absorber hd #15

Connection #16 | _* | 2009

|TcP ||| | ANY_ADDRESS

Export Statistics into a File

Farameters

Exportis disabled

Absorber hd #16

Choose Columns
Traffic

Tx
Jitter

Reset Display

Start Receiving ‘ ‘

Tab 3 “Receiver - Traffic + Statistics”

6.5.1 Duplicate parameters of a connection onto others

In order to facilitate input of the parameters for a connection, a copy/paste mechanism for
all parameters of a connection is available (identical to the copy/paste mechanism for the
Sender part — see 6.4.1.1.4).

This mechanism is not available when the canonical IP address cannot be translated in
numerical format.

Duplication of connection’s parameters doesn’t copy the interface information. When you
copy a connection to another one, the IP address translation mechanism is started.
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6.5.2 Listening To ...

In this area, you configure each receiving connection with the following parameters
corresponding to the connected sender from which connections are received:

The black arrow has two purposes:

e To display a summary of the connection's
parameters

e To select the network interface and the IP version
for a connection.

Network interface selection
and IP version

Port The port number is limited to 65,535.
By default, the entered port number is 2009.
In case of invalid value, the value is red colored.

Protocol TCP or UDP protocol (default = TCP protocol).

6.5.2.1 Summary of connection parameters

When you move the mouse over the black arrow, a popup window - called a tooltip — is
displayed.

Listening To ... Coming From . Warking |

Fort, Protocol, || Remote IP Address or Host Mame

Connection#01 | || 2009 [TCP +| || ANY_ADDRESS Absorber

r r | r | —
Connection #02 | AClick to select the network interface and IP Version to use with the connection #01

IP Address or Host Mame: ANY_ADDRESS

Connection #04 | NP Address after resolution: 255,255,255, 255

[P Version: IPv4

Connection #05 | NSelected Interface: Interface chosen by the system (IPv4 and IPvS available)

Receiver connection tooltip

'
Connection #0323 | _MConnection 01 r
i
i

The tooltip for the Receiver connection includes 5 items:

e Firstitem is the connection number the tooltip refers to.

e Nextitem is the IP address defined by the user.

¢ Nextitem is the IP address translated when IP Translation address has succeeded
(e.g. the address is not NO_ADDRESS or 0.0.0.0).

¢ Nextitem is the IP version currently selected.

e Lastitem is the interface name selected. The name displayed is the name of the
connection presented in the “Settings/Network and Dial-up Connections” Start
menu of the operating system (Default is “Interface chosen by the system”).

© ZT1 1997-2004 Page 76/122



LanTraffic V2 PART 6 Using “LanTraffic V2”

6.5.2.2 Select the network interface, IP version and local IP address
When you click on the black arrow, a window is displayed:

LanTrafficY2 - Local IP Address and IP Version selection for connection #01

Select an Interface in the List below.
Local Area Connection (IPv4 Address: 192.168.0.75 - IPvG Address: FES0:20B:DBFF:FE95:3DBF) (D ﬂ

Mote: IPvE is only available with Windows XP.
SelectIP Version Selection of IP Address on Multihomed Interface

iy
@ tenomb @ Select IP Address IPv4 Address selected: 192.168.0.78
" Use only IPvE

Current Parameters of this Connection

IP Address or Host name: LanTrafficV2_Sender

IP Address after Resolution: 192.168.0.77 @

IP Version: IPwv4

Selected Interface: Local Area Connection (IPv4 Address: 192 168.0_78 - IPv6 Address: FES0::20B:DBFF-FE95:3DBF)

Cancel Help |

Network interface, IP version and IP local address for a Receiver's connection

(1)  The network interface selection is optional. It is used to select the IPv6 or to force
connections to use a specific interface.

e By default:

. IP version 4 is used.

. The IP stack resolves the interface selection to receive packets from the
remote.
The IP stack uses the destination IP address to select the correct
interface. IP address and netmask related to each interface are checked
against the remote IP address to reach. When an interface that matches
the remote IP address is found, it is used. To understand how the IP stack
selects the interface, you may enter ‘route print’ console command to list
interface order, IP address and network address mask.

e You can select one interface from the list of connected interfaces. “LanTraffic
V2” will only use the selected interface to translate IP address and to make
connection. You must select the interface compatible with the remote IP address
you want to receive. When the IP address translation failed, current connection
parameters area is updated as follows:

Current parameters of thiz connection

|F Addresz or Host name: Invalid IP Address or Host Name
|F Addresz after Rezolution: Unspecified
[P Yerzion: IPv4

Selected Interface: Default: Interface chosen by the system (IPv4)

e Use of IPv6 requires the selection of an interface.
e Interface types are restricted: only Ethernet and PPP are listed.
A PPP interface should be in ‘connected’ state to belong to the interface list.
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(2) 1P version selection is available:
e with Windows XP (or later)
e when IPVv6 is attached to the interface e.g. current Windows versions doesn’t
offer IPv6 over PPP.
e when an interface has been selected with IPv6 attached e.g. ‘interface chosen
by the system’ can’t be used.

The IP address translation (see 6.4.1.1.3) uses the current IP version to get the IP
address numerical form.

(3) Select IP address is available when multiple IP addresses are attached to the
network interface. This interface configuration is also known as ‘multihomed’
interface. Selection of an IP address is generally not required: "LanTraffic V2” uses
the default IP address of the interface to establish connections.

It may be useful when routing priority or policy is defined.
Example of IP address selection for a multihomed interface:

LanTraffic¥2 - Select an IPv4 Address for this Multihomed Interface

Selectan IPvd Address

IPv4 Addresses: [102162.0.78 hd

192.168.0.115

Cancel

& Select IP address is not available if the default interface ‘Interface
= chosen by the system’ is selected.

(4) Current parameters of this connection area are an abstract for the connection. It
summarizes IP address, numerical IP address format, IP version and interface
selection.

e |P addresses are static. The IP address translation will process only when you
click on OK.

e |P version field is dynamically updated with the user selection.
e Current interface is dynamically updated with the user selection.

é When you click on the OK button, if the interface selected or IP version has changed,
the IP address translation is automatically started. It may be time consuming.

So, you can configure various incoming connection criteria:

¢ Interface: you limit a connection to a specific Interface or let the Operating System to
return connections from any interfaces.

e |IP version: when an Interface offers the two IP versions, you should select the IP
version expected. By default, IPv4 is selected.

¢« When multiple IP addresses are attached to one interface, you should select the
destination IP address the incoming connection should refer to. By default, the first IP
address returned by the system is selected.
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6.5.2.3 Port floating menu

When the mouse is located on the ‘Port’ text area, the color changes to white and the
following tooltip is displayed:

Listening To ... Coming From ...

Protocol .| Remote IP Addre

Connection 201 M | ED1CIi|:k to change the port number Easilyh

Click on the left mouse button to display four items menu as following:

Listening To ... Coming From ...
Increase only UDP Ports (from first UDP Connection)
Connection 01 ﬂ |_2 Decrease only UDP Ports {from first UDP Connection)

Connection #02 | |_2 Increase all Ports (from Connection #01)
Decrease all Ports (from Connection #01)

Connection #03 ﬂ |_ 1 T =

With this menu, you can:
e Set the port number increasingly or decreasingly for all UDP connections, based on
the port number of the first UDP connection,
e Set the port number increasingly or decreasingly for all connections, based on the
port number of the first connection without taking into account the protocol in use.

6.5.2.4 Protocol floating menu

When the mouse is located on the ‘Protocol’ text area, the color changes to white and the
following tooltip is displayed:

Listening To ... Coming From ...

Port . Femaote IP Address or Host Mame -

connection #01 | _* | 2015 |TCF' |C|i|:k to select the same protocol for all connections

Click on the left mouse button to display the short menu as below:

Listening To ... Coming From ..

Pnrt Raomnta IP dddrace ar Hoact |
Select TCP for all Connections T

Caonnection #01 J 2015 ] 5E|Ect LIDP far all Connections

This menu helps to set the same protocol for all connections.

6.5.3 Coming From ...
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Remote IP address or Enter the IP address (numerical format) or Host Name
Host Name: (canonical format), with the help of AutoComplete when
active.
By default, the value is ANY_ADDRESS (This address is a
mask to accept connection from any source address. It
applies on both IPv4 and IPv6).

6.5.3.1 IP address floating menu

When the mouse is located on the ‘IP address’ text area, the color changes to white and
the following tooltip is displayed:

Coming From ... Working Mode Sta

rc
Copy the IP Address from Connection #01 to all Connections |

I I AanTraffAUTY CandATF T ~RAAr - 1 L

Click on the left mouse button to display the short menu as below:
Coming Fram ... Warking Mode St

-
Copy the IP Address from Connection #01 to all Connections |
ARV AT o, T AR~~~ —T T

With this function, the IP Address field from connection #01 is recopied for all connections
from #02 to #16.

6.5.3.2 IP Address translation mechanism

“‘LanTraffic V27 tries to translate — e.g. to resolve - the IP address from a canonical to a
numerical format. This operation is called the IP address translation mechanism. \When the
‘IP Address or Host Name’ field or Interface parameters changes, when you move from ‘IP
Address or Host Name'’ field to another field, to another tab, when the Enter key is pressed
or when Interface parameters change, automatically starts the IP address translation
mechanism.

Because the IP address translation mechanism is CPU consuming, a particular attention
should apply when using IP canonical addresses. CPU consumption depends on the DNS
answer speed, the number of DNS configured and the network load when the DNS
request is sent.

If network environment changes — e.g. a new DNS has been defined - you should press
the Enter key in the ‘IP Address or Host Name’ field to force “LanTraffic V2" restart the
translation mechanism for this connection.

When the IP address translation failed, the IP address is written red on white. This
& connection cannot be started: the “Run” button in the ‘Sender — Traffic + Statistics’ tab is
grayed.
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To summarize, the IP address translation mechanism is activated when:
,Q - the focus leaves the ‘ IP Address or Host Name’ field,

- another tab is selected,

- you duplicate parameters from one connection to another,

- you change the Interface parameters.

6.5.4 Working Mode

“LanTraffic V2” offers five different active working modes for the Receiver part: 'Absorber’,
'Absorber file', 'Echoer’, 'Echoer File', 'Absorber + Generator'.

A ‘Disable’ (or inactive) mode is also available.

6.5.4.1 Absorber mode
With this working mode, data received by “LanTraffic V2” is only used for statistics.
LanTraffic V2 Connection #n LanTraffic V2

Local Sender » Remote Receiver (absorber mode)
(no specific treatment for each received IP packet)

6.5.4.2 Absorber File mode

When a receiving connection is operating in the Absorber File mode, the Receiver will
save received data in a file. The name of the file must be entered in the Filename field. A
'Browse' button allows selecting the file easily.

LanTraffic V2 Connection # m LanTraffic V2
Local Sender » Remote Receiver (absorber file mode)
(each received IP packet is saved in a file)

6.5.4.3 Echoer mode

When a receiving connection is operating with the echoer mode, the received data are
sent back to the Sender.

Connection # p LanTraffic V2

Remote Receiver (echoer mode)

(each received IP packet on the connection is
sent to the transmitter)

LanTraffic V2
Local Sender <

With UDP protocol, echoer mode is available only if a connected sender IP address is
specified.

W Echoed data can be saved into a file on the remote Sender via the
“Sender - Parameters” tab.

6.5.4.4 Echoer File mode

When a receiving connection is operating in this mode, the received data are sent back to
the Sender and saved into a file. The name of the file must be entered in the Filename
field. A 'Browse' button allows selecting the file easily.
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. Connection # q LanTraffic V2
LanTraffic V2 » Remote Receiver (echoer file mode)
Local Sender < (each received IP packet on the connection

is sent to the transmitter and saved in a file)

B

6.5.4.5 Absorber + Generator mode
This mode is displayed as 'Absorber Gen.' in the combo-box mode.

LanTraffic V2
IP flow 1

LanTraffic V2 » Remote Receiver (absorber + generator mode)
Local Sender Connection # r (this mode allows dissymmetrical IP flows: IP flow1 is
absorbed by the remote receiver.
IP flow 2 The remote receiver generates IP flow2

when the first UDP packet is received or when the
TCP connection is established).

Properties of the IP flow 1 are defined at the "LanTraffic V2" Local Sender level and each
IP packet received by the remote IP answering module is only used to compute statistics.

Port., Protocol,| Remote P Address or Host Mame o
Connection#01 | »| | 2008 |TCP || | ANY_ADDRESS \Absorber Gen w | Param. |#01

When you select the “Absorber gen.” mode for a connection (#01 in the example above), a
'Param.' Button is displayed in order to specify traffic parameters generated by the
‘Remote Receiver’ entity (i.e. IP flow 2).

When the 'Param.' Button is pressed, a “LanTrafficV2 - Traffic generator parameters in
unitary testing mode” window is displayed (the same as Sender part — configure unitary
testing mode).

So you can input parameters for this /P flow 2 as you like (for example, generate 10,000
packets with a mean throughput of 250 Kbps).

For a TCP connection, IP flow 2 is generated as soon as the TCP connection will be
established between the ‘Local Sender’ and the ‘Remote Receiver’ modules. It stops when
‘Local Sender’ stops the connection or at the end of the ‘Remote Receiver Traffic
generator.

For a UDP connection, IP flow 2 is generated as soon as the ‘Remote Receiver’ will
receive the first UDP packet. It stops when the traffic from the ‘Local Sender’ is void
duning 5 seconds (default value) or at the end of the ‘Remote Receiver’ Traffic generator.

6.5.4.6 Disable mode

When this mode is selected for a connection, “LanTraffic V2” does not establish the
connection. The disabled connections are grayed when you start generating traffic.
Statistics fields of disabled connections are filled with the following message: “Connection
has been disabled”.
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6.5.5 Statistics

By using the "Choose Columns" button at the

Ch Col
s ””‘”5| bottom, you can select the parameters to display.

Up to 5 parameters can be simultaneously displayed among 13 parameters described later
in this paragraph, and at least one parameter must be selected.

These statistics are computed at the application level (and based on application data sent
or received). No MAC, IP and TCP/UDP headers and trailers are taken into account.

To reset the statistics displayed, you can use the 'Reset Display' button at any time.

The "N/A" (Not Applicable) mention can be displayed instead of a value in the cell of the
statistics table if the parameter cannot be calculated.

Statistics (based on application data)

Fx R Plts R Seq. Mum.
FPackets Throughput Throughput — Jitter Errors

2768 p 47 pls | B36 Kbis MIA A

1044 p iA 1.03 Mbis 0ms 0

If a problem is detected for a connection, a warning message is displayed.
Example:
e Problem: disconnection due to TCP inactivity (cf registry).
The Receiver has ended the TCP connection because no data has been received (timeout
defined with the TCPINACTIVITY parameter of LanTraffic V2 in the registry).

Statistics (based on application data)

Rx Rx Pkis Fix Seq. Mum.
Packets ThroughputThroughput  Jitter Errors
524 p 46 pils | 525 Khis A A

Problem: disconnection due to TCP inactivity {cf registry).
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List of the 13 statistic parameters calculated for the Sender

Transmitting statistics

Tx Packets

Tx Packets (Tx = Transmit) is the number of packets that "LanTraffic V2" has sent
since the connection is started.

Tx Pkts Throughput

Tx Pkts Throughput (Tx = Transmit) is the mean number of packets that "LanTraffic
V2" is sending per second. This value is only available with UDP connections.

The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Tx Throughput Tx Throughput (Tx = Transmit) is the mean throughput of data sent.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.
Tx Volume Tx Volume (Tx = Transmit) is the number of bytes that "LanTraffic V2" has sent

since the connection is started.

Receiving statistics

Rx Packets

Rx Packets (Rx = Receive) is the number of packets that "LanTraffic V2" has
received since the connection is started.

Rx Pkts Throughput

Rx Pkts Throughput (Rx = Receive) is the mean number of packets that "LanTraffic
V2" is receiving per second. This value is only available with UDP connections.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Rx Throughput Rx Throughput (Rx = Receive) is the mean throughput of data received.
The calculation of this value is based on the sampling period defined by the
throughput sampling period in the 'Configuration/General Parameters' menu.

Rx Volume Rx Volume (Rx = Receive) is the number of bytes that "LanTraffic V2" has received

since the connection is started.

Other statistics

Data Not Echoed

'Data Not Echoed' is the number of bytes that the Receiver couldn't echo. This
value is only available if the Receiver works in the Echoer mode.

Jitter

Jitter is the mean variation of delays on packets received. This value is only
available when RTT option is selected (on the remote Sender: see Traffic
Generator Parameters). This value corresponds to the mean one-way variation
only.

Remaining Volume

'Remaining Volume' is the number of bytes that "LanTraffic V2" has still not sent.
This information is only available for two Traffic Generator types (Mathematical
Law and File to Send).
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Seq. Numb. Errors 'Seq. Numb. Errors' (Sequence Number Errors) is the sum of the Out Of Sequence
packets number (OOS) and the number of lost packets. This value is only available
if the RTT option is selected (on local Sender: see Traffic Generator Parameters)
and if the working mode of the remote Receiver is Absorber Generator or Echoer.

Volume To Send 'Volume To Send' is the number of bytes that "LanTraffic V2 should send. This
information is only available for two Traffic Generator Types (Mathematical law and
File to Send).

By pressing the 'Start Receiving Traffic' button, all connected sender information and
working mode information are grayed,

Disabled connections statistics fields are empty on gray background,

UDP enabled connections statistics fields are filled with “00” value on white background,
TCP connections statistics fields are empty on white background (they will be filled only
when the connection is established).

By pressing the 'Stop Receiving Traffic' button, statistics fields are cleared up,
connected sender and working mode parameters become available. This button also
stops Receiver statistics exported into a file.

By pressing the 'Reset Display’ button, statistics displayed are reset. The Receiver part
statistics displayed can be reset at any time.
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6.5.6 Export statistics into a file

To export all or part of statistics into a file, click on the 'Parameters' button when enabled
(i.e. if the Receiver is not active):

Export Statistics into a File

S When no parameters are defined, the state is:
SEEIEEE Exportis disabled Export is disabled

Then a new window allows defining parameters for the export process:

¢ Enable or disable the export process,

e The filename (.log extension) of the export file,

e The maximum size of the export file (when the maximum size of the file is reached,
statistics are not saved anymore),

¢ The identification of the needed connections,

e The parameters to export (up to 13).

LanTrafficV2 - Export Receiver Statistics (Appplication Level)

Export Statistics

When the export of statistics is enabled, "LanTrafficV2” writes the selected statistics of selected connections into the
file. The writing operation occurs as soon as the connection is established. Mew statistics values are written at
Refesh Time rate until the connection is finished. For UDP connections, statistics are written until the Receiver is
stopped.

¥ Enable the export of Receiver statistics|

Filename: | Save_Receiver_Statistics.log Browse

Parameters to export

Max Size (1to 999 MBY: | 10

Transmitting Statistics Receiving Statistics
[ TxThroughput [v FxThroughput
Connections to export [ TxPkts Throughput [w Rx Pkts Throughput
Al | None | [ TxVolume [~ RxVolume
Connections Subset [ TxPackets [v FxPackets
M1 15 T8 T 13 Other Statistics
W2 [6 [ 10 [ 14 [ Data Mot Echoed v Jitter
M3 T 7 I 1 [ 135 [ Rermnaining Volume W Seq. Num. Errors
M4 T8 |12 ] 18 [ Volume To Send
QK Zancel Help

Then press OK to validate, and a new state is displayed:

Export Statistics into a File When parameters have been defined and the
Exportis enabled export process is enabled, the state is:
Export is enabled

Do not specify the same filename to save statistics for the Sender and the Receiver parts;
/Q else a warning message is displayed.
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The statistics file is updated with the same refresh period than the statistics displayed.

A special mark is added to keep special TCP and UDP events e.g. Begin and End of
sending traffic.

When you reset statistics, the displayed values and the exported values are reset.

Statistics are saved into the file as soon as the 'Start Receiving Traffic' button of the
Receiver has been pressed and the 'Export is running' state is displayed:

Export Statistics into a File

|:| Exportis running

When the 'Start Receiving Traffic' button of the Receiver has been pressed, then the
export process is automatically suspended and the following idle state is displayed:

Export Statistics into a File
Export is enabled

6.5.6.1 Receiver statistics file format

The Receiver statistics file is formatted line by line as follows:

First line: Starting session MM/DD/YYYY at HH:MM:SS,mmm (UTC time)
Second line: LanTrafficV2 Receiver

Third line: this line contains the labels of columns

Connection #nn (Protocol) Date Time Parameter i Parameter i Parameter ...

with:
- nnis the number of the connection
- Protocol is UDP or TCP,
-  Date (MM/DD/YYYY)
- Time (HH:MM:SS.mmm) UTC time
- Parameter i, Parameter j ... are the statistics chosen by the user (up to 13 parameters can be selected)
Example: Parameter i = Tx (Transmit) Throughput, Parameter j = Tx (Transmit) Packets ...

Next lines: numerical values

Connection #nn (Protocol) MM/DD/YYYY | HH:MM:SS.mmm | nnn.nn | nnn.nn

Additional marks for TCP and UDP connection events

Connection #nn (TCP or UDP) Begin
This indicates for the connection #nn (nn: from 01 to 16):
- UDP connection: ready to receive traffic.
- TCP connection: beginning of receiving traffic
Numerical values are latest values computed by “LanTraffic V2” for the line.

© ZT1 1997-2004 Page 87/122



LanTraffic V2 PART 6 Using “LanTraffic V2”

Connection #nn (TCP or UDP) End

This indicates the end of traffic for the connection #nn.
Numerical values are latest values computed by “LanTraffic V2” for the line.

,C’ » When a value cannot be computed, the "N/A" mention is indicated.
» The delimiter mark used between each field is the tabulation character.

Convention for 'Seq. Num. Errors' and 'RTT'
'Seq. Num. Errors' and 'RTT are filled with the “N/A” symbol when the 'RTT' option is not
found for at least one packet and when TCP connection is stopped.

6.5.6.2 Export Receiver file sample

In the following example, 3 connections (#01, #02 et #15) have been selected for the local Receiver with 5
parameters exported: Rx (Receive) Throughput, Rx (Receive) Pkts (Packets) Throughput, Rx (Receive)
Packets, Jitter and Seq. Num. Errors (Sequence Number errors):

- Connection #01: Protocol = TCP & Working Mode = Echoer
- Connection #02: Protocol = TCP & Working Mode = Echoer

- Connection #03: Protocol = UDP & Working Mode = Echoer

The remote Sender has been configured with 3 connections:
- Connection #01: Protocol = TCP & Traffic Generator type = Packets generator
[Size Packet = 1460, Inter Packet Delay = 20, RTT option = Yes]
- Connection #02: Protocol = TCP & Traffic Generator type = Packets generator
[Size Packet = 1460, Inter Packet Delay = 20, RTT option = No]
- Connection #03: Protocol = UDP & Traffic Generator type = Packets generator
[Size Packet = 1460, Inter Packet Delay = 50, RTT option = Yes]

Parameters set In the General Parameters of the Configuration menu:
- Refresh time = 2 seconds
- Throughput sampling period = 5 seconds

First the local Receiver is started and then the 3 connections of the remote Sender are started all together.
Then the connections #01, #02 and #03 of the remote Sender are manually stopped.

Starting session 07/18/2004 at 20:49:49.342 (UTC Time)

LanTrafficV2 Receiver

. . . Rx Rx Pkts Rx Jitter [ Seq. Num.
Connection #i (Protocol) Date Time Throughput | Throughput | Packets (ms) Errors
(Kb/s) (Pkts/s) (Pkts)
Connection #03 (UDP) BEGIN 07/18/2004 20:49:49.502 0 0 0 N/A N/A
Connection #03 (UDP) 07/18/2004 20:49:49.512 0 0 0 N/A N/A
Connection #03 (UDP) 07/18/2004 20:49:50.433 0 0 0 N/A N/A
Connection #03 (UDP) 07/18/2004 20:49:52.436 0 0 0 N/A N/A
Connection #03 (UDP) 07/18/2004 20:49:54.439 0 0 0 N/A N/A
Connection #02 (TCP) BEGIN 07/18/2004 20:49:55.500 0 N/A 0 N/A N/A
Connection #01 (TCP) BEGIN 07/18/2004 20:49:55.500 0 N/A 0 N/A N/A
Connection #01 (TCP) 07/18/2004 20:49:56.442 99.03 N/A 45 0 N/A
Connection #02 (TCP) 07/18/2004 20:49:56.442 100.38 N/A 45 0 N/A
Connection #03 (UDP) 07/18/2004 20:49:56.442 99.03 8 44 0 N/A
Connection #01 (TCP) 07/18/2004 20:49:58.445 320.13 N/A 141 0 N/A
Connection #02 (TCP) 07/18/2004 20:49:58.445 317.09 N/A 140 0 N/A
Connection #03 (UDP) 07/18/2004 20:49:58.445 317.83 27 140 0 N/A
Connection #01 (TCP) 07/18/2004 20:50:00.448 541.23 N/A 236 0 N/A
Connection #02 (TCP) 07/18/2004 20:50:00.448 533.81 N/A 236 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:00.448 538.93 46 236 0 N/A
Connection #01 (TCP) 07/18/2004 20:50:02.460 550.45 N/A 332 0 N/A
Connection #02 (TCP) 07/18/2004 20:50:02.460 542.94 N/A 331 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:02.460 548.14 47 330 0 N/A
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Connection #01 (TCP) END 07/18/2004 20:50:04.113 550.45 N/A 384 0 N/A
Connection #02 (TCP) 07/18/2004 20:50:04.453 542.94 N/A 427 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:04.453 548.14 47 426 0 N/A
Connection #02 (TCP) 07/18/2004 20:50:06.456 545.22 N/A 523 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:06.456 545.84 47 521 0 N/A
Connection #02 (TCP) END 07/18/2004 20:50:07.788 545.22 N/A 560 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:08.459 550.45 47 617 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:10.472 548.14 47 713 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:12.465 548.14 47 807 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:14.468 548.14 47 902 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:16.471 366.2 31 917 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:18.473 147.4 12 917 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:20.486 0 0 917 0 N/A
Connection #03 (UDP) 07/18/2004 20:50:21.017 0 0 917 0 N/A
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6.6 The Throughput Graphics tab

This fourth tab allows displaying the throughputs for the Receiver and Sender parts, and
configuring the graphics display,

This tab is divided in three areas:
e The ‘Graphic area’ where curves are displayed (up to 16 curves simultaneously),
e The ‘Graphical Display’ object to select curves to display,

¢ And the ‘Display configuration’ object to change the scale parameters.

Throughput graphics l

1000 khis Graphical display
" Sender+ Receiver
800 Kbis & Sander Help
" Receiver
BO0 Khis _
+ Tx Ry
200 Khis
¥
One unitis 30s

Display configuration
Refresh time for graphic display {from 1 to 60 seconds) |1

[ Sum of all connections

Fhysical link throughput

10 Mbrs 100 Mhfs 1 Ghis o Othervalue {khisy | 1000 .
Reset dizplay

This snapshot shows 6 curves for connections #01 up to #06 for the Tx (Transmit) part of the Sender.
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6.6.1 The Graphical Display object
This object allows selecting curves to display. | “raehical disely

The user has three choices:

+ Sender+ Receiver

™~ Sender Help

" Recepver
e Sender + Receiver (for all connections: @~ il
the 16 connections for the Sender +
the 16 connections for the Receiver), = c
e Sender, — W #
* Receiver. M 0
, e N — = T
The 'Reset Display' button allows clearing the
i i = ] #04 f oo M #2
graphic display.
----- W #13
M #14
----- m
r
Reset display ‘

When you select ‘Sender + Receiver’, two curves are displayed:

Graphical display

v Sender+ Receiver

" Sender Help

" Receiver

4
3

Total Tx (green curve) represents ‘Total
LanTraffic V2 sending throughput’ = total
sending throughput of the Sender + total
echoing throughput of the Receiver.

Total RX (yellow curve) represents ‘Total
LanTraffic V2 receiving throughput’ = total
receiving throughput of the Sender + total
receiving throughput of the Receiver.

If the total "LanTraffic V2" sending throughput and the total "LanTraffic V2" receiving
throughput are equal, only the green line is visible. If the throughput is superior to the
values represented in graph scale, a red line informs the user.
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When you select ‘Sender’ or ‘Receiver’, a choice is offered: “Tx’ (Transmit) or ‘Rx’
(Receive) as shown below:

Graphical display For example, the user has selected ‘Tx’ for the
" Bender+ Receiver Sender part.

- Help . .
' Sender 4 One or more connections can be selected (via
" Receiver the #i check box) and a colored curve is

displayed for each selected connection. Up to
16 connections can be displayed on the
graphic.

v Ty Ry
. The check box ‘Sum of all connections’ allows
— 0]
displaying a curve that is the throughput sum of

all connections (in the example above, sum of

all Transmit throughput for the sender part).

[ Sum of all connections

So, you can graph:

» for the Sender part:
= Transmit (Tx):
= 1 curve for each connection (up to 16 curves)
= 1 curve for the sum of all connections
= Receive (Rx):
= 1 curve for each connection (up to 16 curves)
= 1 curve for the sum of all connections

» for the Receiver part:
= Transmit (Tx):
= 1 curve for each connection (up to 16 curves)
= 1 curve for the sum of all connections
= Receive (Rx):
= 1 curve for each connection (up to 16 curves)
= 1 curve for the sum of all connections
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6.6.2 The Display Configuration object

Display Configuration
Refresh time for graphic display (1 to 60 seconds) | 2

Physical Link Throughput

+ 10 Mbis " 100 Mb/'s " 1 Ghis " Othervalue (5 to 1,000,000 Kbis)

Refresh time defines the time represented by one pixel on the graph. With value = 1, a
new point is drawn every second. In this case, the graph shows an approximately 3-mn
period. Notice that "LanTraffic V2" offers up to 3 hours historic, by entering 60 as value in

the Refresh time field.

You can configure the Physical Link Throughput: used as scale of the throughput graph:
10 Mb/s, 100 Mb/s, 1 Gb/s or any other value expressed in Kb/s limited to 1,000,000.
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PART 7 Command Line Parameters

The "LanTraffic V2" software can be started by using a command line with parameters.

Example of a script
Line 1: C:>LanTrafficV2 —SALL -R
Line 2: pause
Line 3: C:>LanTrafficv2 —STOP
Line 4: pause
Line 5: C:>LanTrafficV2 —Context:"C:\Program Files\LanTraffic V2\Test1.ctx" -S1 -S2
Line 6: pause
Line 7: C:>LanTrafficV2 -UNLOAD

General rule
Parameters should be separated by a space. "LanTraffic V2" is not case sensitive.

Context filename

The context filename is a set of parameters for "LanTraffic V2". This set can be saved in a
file and reloaded later in such a way the user has not to re-enter addresses and
configuration parameters.

Command line parameter to define and load this context: —Context

Syntax: -Context:filename
Where filename may be c:\temp\file.ctx or “c:\Program Files\LanTrafficV2\file.ctx”.
The “ symbol is necessary to use spaces in filenames or directories.

Starting the "LanTraffic V2" Receiver part
There is only one command parameter to start the Receiver part.

Syntax: -R

Starting the "LanTraffic V2" Sender part
The Sender part can be operated following 2 modes: 'Unitary testing mode' and 'Automatic
testing mode'.

Syntax for the 'Automatic testing mode": -SAutomatic

Syntax for the 'Unitary testing mode": -SOption
Where Option may be:
e All: all connections defined are started. To start, a connection should have
the IP address defined.
e 1..16: only the connection defined is started.

Stopping the "LanTraffic V2" Sender and Receiver parts
There is only one command parameter to stop the Sender and the Receiver.

Syntax: -STOP
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Unload the "LanTraffic V2" application
This command parameter allows unloading the "LanTraffic V2" instance.

Syntax: -UNLOAD

Command line samples

e LanTrafficV2 —r
This command line starts "LanTraffic V2" with default parameters and starts the Receiver
part.

e LanTrafficV2 —context:c:\temp\f20030607.ctx —SAutomatic

This command line launches "LanTraffic V2" and loads the file context named
c:\temp\f20030607.ctx. Then the Sender is started in 'Automatic testing mode' (for defined
connections).

e LanTrafficV2 —context:c:\temp\f20030607.ctx —SAll

This command line starts “LanTraffic V2” and loads the file context named
c:\temp\f20030607.ctx . Then the Sender is started in 'Unitary testing mode' for every
connection defined.

e LanTrafficV2 —context:c:\temp\f20030607.ctx —-R -S1 -S2 -S4 —-S16 -S12

This command line starts “LanTraffic V2” and load the file context named
c:\temp\f20030607.ctx . Then the receiver is started, and for the Sender connections #01,
#02, #04, #12, #16 are started in the 'Unitary testing mode' (if they are defined).

Error return code

"LanTraffic V2" does not return an error code if a syntax error is found in parameters, or if
an unknown parameter is used.
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PART 8 How To Do ...

This part presents simple but real examples of some "LanTraffic V2" usages. Each sample
is detailed to help you to reproduce it.

The list is not exhaustive. You may find specific usage of “LanTraffic V2" by your own as it
may apply to various network configurations.

8.1 Checking router configuration

With this sample, it is shown how to check if a router is able to handle the TOS field in the
IP header (see The TOS field paragraph 6.4.1.3.2.4).

PC 1 PC 2
| []
- o= @W - ] - o
LanTraffic V2 LanTraffic V2
192.168.0.2 192.168.0.23

PC #1 is the Sender and PC #2 is the Receiver.

8.1.1 PC #2 parameters

After launching “LanTraffic V2" on PC #2, you select the "Receiver — Traffic + Statistics"

tab to enter parameters for connections #01 and #02:

o 2 different values as port numbers: connection #01 get 2010 and connection #02 get
2011.

e Both connections are configured with the TCP protocol.

e You may also enter the PC #1 IP address as source IP address, for each connection
but it is not mandatory in that case because the TCP protocol has been selected.

e The Receiver mode is ‘Absorber’.
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The figure bellow shows the configuration at this point.

"7 LanTrafficV2 - C:\Program Files\LanTraffic V2\Ylg1.Ctx

File Edit Configuration File Downloading Automation Tool Help

Sender - Parameters | Sender - Traffic + Statistics ReCSiVeF-TramC+Stati8ﬁ05]ThroughputGraphics

Connection #02 | |20’H

[tcP «] |[192.168.077

Connection #03 |_*| [ 2012

[TcP | || ANY_ADDRESS

Connection #04 | _*| |2013

[TcP + | |[ANY_ADDRESS

Connection #05 | _*| | 2014

[TcP | || ANY_ADDRESS

Connection #06 | |2015

[TcP + | |[ANY_ADDRESS

Connection #07 | _*| [ 2016

[TcP | || ANY_ADDRESS

Connection #08 | |2017

[tcP | |[AnY_ADDRESS

Connection #09 | _* | 2018

|TcP w| ||| ANY_ADDRESS

Connection #10 | |2019

[tcP | |[AnY_ADDRESS

Connection #11 | _# | 2020

|TcP w| ||| ANY_ADDRESS

Connection #12 | |2021

[tcP | |[AnY_ADDRESS

Connection #13 | | 2022

|TcP w| || ANY_ADDRESS

Connection #14 | |2023

[tcP | |[Anv_aDDRESS

Connection #15 | _*| | 2024

|TcP w| || ANY_ADDRESS

Connection #16 | |2025

[tcP | |[Anv_aDDRESS

Export Statistics into a File

Listening To ... Coming From ... Working Mode
Fort, Protocol, | Remote IP Address orHost Mame
Connection#01 | | [2010  [TcP || [192.168.0.77 |sbsorber | #01

Absorber A 7#02
Absorber A 4#05
Absorber A 4#08
Absorber A 4#10
Apsorer | Erowse [#12
Apsorer | Erowse [#16

Statistics (based on application data)
Rax Rx Pkts Rax Seq. Num.
FPackets ThroughputThroughput — Jitter Errors

Reset Display

‘ Choose Columns

- Start Receiving
Parameters Exportis disabled Traffic

|— B —
T r [

To start the Receiver, click on the ‘Start Receiving Traffic’ button.

8.1.2 PC #1 parameters

PC #1 acts as the Sender.
Launch “LanTraffic V2”; the default tab is "Sender — Parameters".

To configure connection #01 and connection #02, proceed as following:
e Enter the PC #2 IP address for connection #01 and connection #02.
Set the port number of connection #01 to 2010.
Set the port number of connection #02 to 2011.
Select TCP as protocol for both connections.
Click the “Parameters #01” button to choose the traffic mode and to configure it for
connection #01. The selection should include:
Traffic generator type = Packets generator,
Number of packets = 0 (unlimited),
Packet size = 1460
Inter-packet delay = 20 ms,
TOS = 14 (see The TOS field).
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LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)

Step1: Select the traffic generator type Step2: Specify Data size and packets parameters

First of all, select the traffic generator which is going to be used on this connection. In this step, define Data Size and packets parameters as well as
the delay between each sent packet or specify values for some IP

Packets Generator Parameters Header fields.
Diata Size (1 to 65,535 bytes)

& Fix 1460

Packets number (0 to 99,999,999) | 0 (0 = infinite value)

Packet Contents (00 to FF hexa byte)

" Random min max
{* Packets generator i+ Fix A
" Alternate ize- ize-
" Random min max size-1 size-2
Increasing / .
" Alternate value-1 value-2 » Decreasing i | max| step

Increasing / ) l_ ,—
~ l_
Cecreasing L an step
(See Forewarnings menu please)

-
Law : data volume to send
v min max
| J 4 . value-1 value-2

Uniform law
Range : [9.77 KB, 2.38 ME] C | min | max | step

Filename S | J

" File to send
RTT Option TOS (1 hexa byte) Time To Live (TTL)

,_ ,_ " Yes & No Value W Value ,W

" Mathematical law

Step 3 (Optional) Enable a throughput limit
When one ofthese two options is selected, "LanTrafficy2” generates the traffic in best effort to respect the throughput chosen.

Mean Throughput (8 to 999 999 Kbis) Mean Throughput (1 to 99,999 Pkisis )

(v Data size adjustable
50 : r

" Inter packet delay adjustable

0K | Cancel | Help |

e Same parameters are set for connection #02 but the TOS value is changed to 0.

To start the Sender, select the "Sender — Traffic + Statistics" tab and press 'Start #01' and
'Start #02'.

8.1.3 What should happened

If your router under test is configured to take into account the TOS field, the connection
#01 should be faster than the connection #02 because the connection #01 has requested
the maximum throughput to the router via the TOS field.
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8.2 Checking a firewall configuration

“‘LanTraffic V2" may be used to check the firewall configuration. The ability for a user to
specify the port number connection per connection is used in this test.
Let us assume that a server handles a web site and is linked to Internet via a fixed IP
address. This server is also an Internet gateway and it includes a company database. This
is why a firewall has been installed. The objective of this test is to check if the firewall
access restriction is correct. The remote access will use a modem link as shown in the

following figure:

Serwer

Intemet

Firewvall + LanTrafficyz | A0Sk Link

8.2.1 LanTraffic V2 parameters on the server
To check that ports are not remotely available on the server, we start “LanTraffic V2" and

configure the "Receiver — Traffic + Statistics" tab.

Remote PC

1
Moderm Link

;;;;;;

LanTrafficy'2

If a connection can be established, the connection has been able to go through the
firewall. This is what is NOT expected: the firewall should be reconfigured.
In this example we check TCP connections port 2000 to 2015. You can adapt this range

and the protocol to your specific environment.
Let’s start with the connection #1.

:I'F LanTrafficV2

Eile Edit Configuration File Downloading Automation Tool Help

Sender-F‘arameters] Sender - Traffic + Statistics Receiver - Traffic + Statistics ‘ThmughpuIGraphics

Listening To Coming From Waorking Mode

Porty Protocoly | Remote IP Address or Host Mame o

Connection #01 | | [2000  [TcP =] || [ANY_sDDRESS [absorber v Srovse |
Connection #02 | | [2009  [TcP ]| [ANY_ADDRESS [Ansorber = Do |
Connection #03 | | [2008  [TcP =] || [ANY_2DDRESS [Absorber <] Erovee |
Gonnection #04 | *| [2009 [TcP ]| [ANY_ADDRESS I
Connection #05 | | 2008 [TcP « || [ANY_aDDRESS [apsorber =] Eiovee |
Connection #06 | 2| [2008 [TcP + | || [ANY_sDDRESS [psober =] =rovce ]
Connection #07 | | 'W [TcP »| | [ANY_ADDRESS [absorber — +] 4
Connection #08 | 21 [2000 ~ [Tcp || [AnY_aDDRESS [absomer =] Ciovee
Connection #0921 2009 [1cP = || [any_sDDRESS [psober =] Erowse |
Connection #10 | 2| [2008 ~ [1cP = || [AnY_sDDRESS [Absoer =] Ciovee
Gonnection #11 | | 2009 [1cP = || [AnY_2DDRESS [sbsomer  w| Ciovee |
Connection #12 | | [2009  [1cP ]| [Anv_ADDRESS e e
Connection #13 | | [2009 [TcP ]| [ANY_ADDRESS [psober =] Zronee |
Connection #14 | | [2009 [rcP ]| [ANY_ADDRESS [Apsorber = Erowse |
Connection #15 | | [2008  [TcP + || [ANY_sDDRESS [absorber | Frovec
Connection#45| »| [2008  [TcP_»| | [ANY_ADDRESS [psober v Erovee |

Export Statistics into a File Start Recehing

m Exportis disabled Tratic ‘

#01
#02
#03
#04
#05
#06
#07
#08
#09

#16

Statistics (based on application data)
Rx Tx Tx
Throughput Volume Throughput Volume

Choose Columns Reset Display

Jitter

[ creo : ; ; Start Receiver

—
=
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To access incoming TCP connection from any one, the IP address ‘ANY_ADDRESS' has
been selected. Port number is 2000 and protocol is configured with TCP.
To easily increment the port number for each connection, you can use the ‘Port floating

menu’ as shown:

i LanTrafficv2

Flle Edit Configuration File Downloading AutomationTool Help

Listening To —-Coming From

Pentnnnl Finmenta I A ddennn nel Lnnd Koo

Increase only UDP Ports (from first UDP Connection)

Connection 201 | | ’?U‘ Decrease only UDP Ports (from first UDP Connection)

Connection #02 | 2| @

Increase all Ports (from Connection =01)

Decrease all Ports {from Connection #01)
T

Connection #03 | ]ﬁ

Sender - Parameters ] Sender - Traffic + Statistics Receiver - Traffic + Statistics } Throughput Graphics ]

Working Mode

Absorber h
Absorber o
Absorber v 5

i
Connection#04 | »1 (2008 [TCP || [anv_sDDRESS

Connection#05 | 2/ [ 2008 [TcP v |||[ANY_sDDRESS

Connection#05 | »| [ 2008 [TcP v |||[ANY_ADDRESS

|bsorber ¥ |
Absorber = :

Connection#07 | 212008 [1cP ||| [ANY_ADDRESS

JAnsnmer LJ

Connection#08 | »1 2008 [TcP ~ ||| [ANY_sDDRESS

Connectionz09 | | [2008  [TcP = |||| ANY_ADDRESS

Connection#10 | »/ {2009 [TcP v ||| [ ANY_ADDRESS

| Absorber =

[Absorber | Erove
Absorber T :

Connection #11 | | | 2009 |TCPLJ ]ANY,ADDRESS

Connection#12 | »1[2008  [TCP_~ ||| [ANY_ADDRESS

Connection#13 | »|[ 2008 [TcP ~|||[ANY_DDRESS

connection#14 | 2| [2000  [1cP + ||| [ANY_sDDRESS

Connection#15 | 12008 [1cP ||| [ANY_ADDRESS

Connection#16 | *|[2008  [TcP_~ ||| [AnY_aDDRESS

Export Statistics into a File
Parameters Exportis disabled

Start Receiving
Traffic

‘Ansnrher LJ bl
JAbsomer LJ EsEs]
JAbsurber j _J
.JAbsurber j 4]
‘Ansnrner j 4]
[Absomer =] Erovez |

|

5e [#01

#02
#03
#04
#05
#06
#07
#08
#09
#10
#11
#12
#13
#14
#15
#16

Statistics (based on application data)
Ry Rx

TX

TX

Throughput Volume Throughput Velume

Choose Columns

Reset Display

Jitter

Start Receiver st

—

You are ready to start the Server part by pressing the 'Start Receiving Traffic' button.
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8.2.2 LanTraffic V2 parameters for the Remote PC
To change parameters for the connection #01, select the "Sender-Parameters" tab.

¥ LanTrafficvz

Fle Edt Configuraton FieDownloading AutomationTool Help

Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio
Connectio

Connectio

Sender - Parametars WSenﬂer-Tramc+StahsI\cs Receiver - Traffic + Statistics | Throughput Graphics

connection #01 | ] [ 193.251.14.10

LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)

Destination Parameters Save the Received Data 1 - Unitary Mode " Automatic Mode

IP Address or Host Name « Protocol~  Port~

TCP w | |2000

Filename Traffic Generator

Generator Parametars#mJ

Browse #01

Step 1. Select the traffic generator type
First of all, select the traffic generator which is going to be used on this connection.

Step2: Specify Data size and packets parameters
In this step, define Data Size and packels parameters as well as
the delay between each sent packet or specify values for some IP

Packets Generator Parameters Header fields.

Data Size (1 to 65,535 bytes)
Packets number (0 o 89,999,999} [0 (0 = infinite value}
" Fix 1460
Packet Contents (00 to FF hexa byte)
«
+ Packets generator + Fix 5A Ramdon Sl A
™ ize- ize-:
2 e [ [ Alternate size-1 size-2
Increasing /
© Atternate value-1 value-2 “ Decreasing il max step
Increasing /
i«
Decreasing ot s stap Inter Packet Delay (0 to 9,999 ms)
5P 20 (See Forewarnings menu please}
Law : data volume to send
" Random min max
 Mathematical law |U — B [CE. " Alternate value-1 value-2
niform law
Increasing /
[
Range:[9.77 KB, 2.38 M8] b min max step
Eiesaie B e |
faw

[ e |
[0

¢ File to send
RTT Option TOS (1 hexa byte)

value |00

Time To Live (TTL)

jami vaiue [00

© Yes + No

Step 3 (Optional): Enable a throughput limit
When one of these two options is selected, "LanTrafficV2" generates the trafiic in best effort to respectthe throughput chosen

Mean Throughput (8 to 999,999 Kbis) Mean Throughput (1 to 99,999 Pkis/s )

I Usevalue i -

P

2 OK i Cancel | Help I

If you assume the server IP address is 193.251.14.10, you enter this IP address, select the
TCP protocol and enter 2000 as port number. To change the traffic generator click on the
'Parameters # 01' button. To apply these changes for all connections, you can use the
copy / paste mechanism. When the 16 connections are the same, use the ‘Port floating

menu’ to increase the port number as shown in the next figure:

Sender - Parameters ] Sender - Traffic + Statistics | Receiver - Traffic + Statistics | Throughput Graphics |
Destination Parameters Save the Received Data @ Unitary Mode " Automnatic Mode
IP Address or Host Name + Protocol+ Incresse orni\l;nuh[;I;thorts (from first UDP Conmection) Teaffic Generator

Connection #01 | | 193.251.14.10 |TCF' ﬂ lﬁ Decrease only UDP Ports (from first UDP Connection) Parameters #01 ’—_l
Connection %02 | +| [183251.14.10 [TeP | [200| Qe T o ey | Parameters #02 [on =]
Connection #03 | | | 192.251.14.10 |TCF' j ’m Decrease all Ports (from Connection #01) Parameters #03 | ,—_l
Connection #04 | | |‘193.25‘I.14.10 |TCPj |2003 Browse #04 || | Generator  Farameters #04 ’—_l
Connection #05 | } |193.251.14.10 |Tcpj |2004 Browse #05 || | Generator ~ Parameters #05 |—4|
Connection #06 | | |193_251_14_1U |Tcpﬂ |20[]5 Browse #06 || | Generator Parameters #06 l—_l
Connection #07 | ¥ |‘193 251.14.10 |TCPﬂ |2EIEIE Browse #07 Generator  Parameters #07 ,—_l
Connection #08 | | [ 192.251.14.10 [tep =] 2007 Browse #08 || | Generator Parameters#08| [0 |
Connection #09 | # |193.251.14.10 |Tcpﬂ |2005 Browse #09 || | Generator  Parameters #09 |—4|
Connection #10 | | |193_251_14_10 |Tcpﬂ |2009 Browse #10 Generator ~ Parameters #10 l—_l
Connection #11 | ¥ |‘193 2511410 |TCPﬂ |2EI1EI Browse #11 Generator  Parameters #11 ,—_l
Connection #12 | | [192.251.14.10 [tcP =] [2011 Browse #12 || | Generator  Parameters#12|| [0 ~|
Connection #13 | # |193.251.14.1D |Tcpﬂ |2012 Browse #13 || | Generator  Parameters #13 |—4|
Connection #14 | | |193_251_14_10 |Tcpﬂ |2013 Browse #14 || | Generator Parameters #14 l—_l
Connection #15 | | |‘193 2511410 |TCPﬂ |2D14 Browse #15 Generator  Parameters #15 ’—_l
Connection #16 | |"93-251-"4-10 |TCPj |2015 Browse #16 Generator  Parameters #16 ,—_l

Then select the "Sender — Traffic + Statistics" tab to start connections by clicking the 'Start
All Connections' button.
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8.2.3 What result can you expect

There should be no connection established if the firewall is configured to disable ports
2000-2015 for TCP connections. In that case, an error message is displayed in the

Statistics area for each connection: 'Connection failed: no response from the Remote'.

8.3 Checking the best throughput

To check the throughput between two PCs, you should use a crossed-cable as shown in
the next figure. This test assumes IPv4 usage.

PC 1 PC2
- —I o= - _I [SH]
LanTraffic V2 LanTraffic V2
192.168.0.2 192.168.0.23

8.3.1 PC #2 parameters
Start "LanTraffic V2" on PC #2 and select the "Receiver — Traffic + Statistics" tab.

:'F LanTrafficy2

File Edit Configuration File Downloading Automation Tool Help

Connection #03 | _*| | 2012

[TcP =] ||[ANY_aDDRESS

Connection #04 | [2013

[TcP =] |[ANY_ADDRESS

Connection 205 | | ] 2014

[TcP | || ANY_ADDRESS

Connection #06 | *| | 20158

[tTcP ~ | |[ANY_ADDRESS

Connection #07 | _*| | 2018

[TcP =] ||[ANY_ADDRESS

Connection #08 | | 2017

[tTcP ~|||[ANY_ADDRESS

Connection #09 | | | 2018

|TcP | || ANY_ADDRESS

Connection #10 | | | 2019

[teP =] |[ANY_ADDRESS

Connection #11 | ] 2020

|TcP | || ANY_ADDRESS

Connection 212 | ] 2021

[TcP v | ||[ANY_ADDRESS

Connection 212 | | 2022

[TcP =] ||[ANY_ADDRESS

Connection #14 | *| | 2023

[TcP =] |[ANY_ADDRESS

Connection #15 | _#| | 2024

[TcP =] ||[ANY_ADDRESS

Connection #16 | | | 2025

[TcP «|||[ANY_ADDRESS

Sender - Parameters | Sender - Traffic + Statistics RECEi\feF*TFamC+Stﬂﬁ5ﬁ05lThroughputGraphicsl

Listening Ta ... Coming From ... Waorking Mode Statistics (based on application data)
Rx Rx Tx Tx
FPort, Protocoly | Remote IP Address orHost Mame o Throughput Volume Throughput Volume Jitter
Connection #01 |l [2010  |TcP +| [ 19216802 - #01
Connection #02 | *| [2011  |TcP +| |[ANY_ADDRESS Apbsorber ¥ - |#02

[Absorber | #03
[Absorber  v] #04
Absorber hd =& | #05
Ahsorber hd #06
[absorber ] #17
Absorber A —J#OB
Absorber hd =2 | #09
[psorer v ] #10
[Absorver 7] #11
Absorber ¥ —J#12
[rosorer v ] #12
[psorber v ] #14
[spsorer v ] #18
Absorber hd —-|#15

Export Statistics into a File Start Receivi
a eCcevin i
Parameters Export is disabled Traffic - ‘ Choose Columns Reset Display

ArrEeh Y Start Receiver
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Assuming the connection #01 will be used, enter the IP address of PC #1 (192.168.0.2) or
ANY_ADDRESS, the port number here is arbitrary selected to 2010. Select the TCP
protocol and the working mode to ‘Echoer’. The echoer mode is useful to check full-duplex
speed transfer.

Start the Receiver by pressing the 'Start Receiving Traffic' button.

8.3.2 PC #1 parameters
Start “LanTraffic V2" on PC #1 and select the "Sender — Parameters" tab.
The connection #01 will be used in this example. Enter the IP address of PC #2

(192.168.0.23), select the TCP protocol and enter the port number 2010 (same as PC #2).
To change the traffic generator click on the 'Parameters #01' button.

jT? LanTrafficV2

Fle Edit Configuration File Downloading AutomationTool Help

Sender - Parameters ‘ Sender - Traffic + Statistics | Receiver - Traffic + Statistics | Throughput Graphics

Destination Parameters Save the Received Data ¢ Unitary Mode i Automatic Mode
IP Address or Host Name + Protocoly Porte Filename Traffic Generator
Connection %01 | _+| [122.168.0.22 [ter =] [2010 Hiowseti||f| cenerator | EsEmSEEY
TR LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)
Connection #03 | |
Step1: Select the traffic generator type Step2: Specify Data size and packets parameters
Connection #04 First of all, select the traffic generator which is going to be used on this connection In this step, define Data Size and packels parameters as well as
the delay between each sent packet or specify values for some IP
Connection #05 | | Packets Generator Parameters Header fields
: Data Size (1 to 65,535 bites)
Connection #06 Packets number (0 to 99,999,909) [0 (0 = infinite value)
* Fix 1460

Connection #07 Packet Contents (00 to FF hexa byte)

Connection #08 | | | & packets generator & Fix [ £ Rendog e LGS
Connection #09 | | " Random min max £ tiemae ] o2

Increasing /
Connection #10 | | ¢ Alternate value-1 value-2 L Bea i min max step

Connection #11 Increasing / ’* . ’* ,7
' L Decreasing el B step Inter Packet Delay (0 to 9,999 ms)
Connection #12 | |
&+ Fix o See Forewamnings menu please
Connection #13 Law : data volume to send ¢ = = )

" Random min max
Connection #14
" Alternate value-1 value-2

i " Mathematical law
Connection #15 Uniform law

Increasing/
Range : [9.77 KB, 2.38 Mg] f : min max step
Connection #16 | | Decreasing
Filename ~ Mathematical ,—4|
law

 File to send |
RTT Opticn TOS (1 hexa byte) Time To Live (TTL)

[+ : [o © Yes & No Value [00 value [00

Step 3 (Optional): Enable a throughput limit
When one of these two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen

Mean Throughput (3 to 999,999 Kb/s) Mean Throughput (1 to 99,999 Pkis/s )

™ Usevalue & IS B

~

S cancel | Help |

Select the unlimited packet number with 0 in the packet number field; the packet size is the
best with 1460 bytes long. The inter-packet delay should be 0 for the maximum
throughput.

Then select the "Sender — Traffic + Statistics" tab and click on the 'Start #01' button.
Columns "Throughput' for the PC #2 Sender and PC #1 Receiver will show throughputs.

Best throughput depends mainly on the CPU, memory and NIC quality.
If PCs used are different, choose the most powerful PC as Receiver.
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8.4 ADSL connection simulation

“LanTraffic V2” can be used to simulate an ADSL connection, which is asymmetrical by
nature. The next figure is one of those that can be used. Hub or router may also be used
to connect the 2 PCs.

PC 1 PC2
- : _I O= - : _I O=
LanTraffic V2 LanTraffic V2
192.168.0.2 192.168.0.23

Assumption: PC #2 is the user PC and PC #1 is the server. The PC #1 to PC #2
connection link speed is 128 kbps and the reverse link speed is 512 kbps with IPv4.

8.4.1 PC #2 parameters

Start “LanTraffic V2" on PC #2 (server) and select the "Receiver — Traffic + Statistics" tab.

The connection #01 will be used.

I LanTrafficv2

File Edit Cenfiguration File Downloading Automation Tool  Help

EOX

Listening To Coming From Working Mode

Port, Protocol. || Remote IP Address or Host Name

Step1: Select the traffic generator type

Step 3 (Optional): Enable a throughput limit

Mean Throughput (8 to 999 999 Kb/s)

+ Data size adjustable
¥ Usevalue |512 - g
" Inter packet delay adjustable

OK Cancel

Sender-Parameters} Sender - Traffic + Statistics Receiver - Traffic + Stalistics |ThmugnnutGrapmcs}

Connection#01 | +|| 2010  |TCP || |192.166.02 RIS ~| Param. |#01

LanTrafficV2 - Traffic Generator Parameters - Receiver Absorber Generator Mode (connection #01)

Statistics (based on application data)
Rx T Tx

Throughput Volume Throughput Volume Jitter

Step2: Specify Data size and packets parameters

Caorf
First of all, select the traffic generator which is going to be used on this connection In this step, define Data Size and packets parameters as well as
Corl the delay between each sent packet or specify values for some IP
Packets Generator Parameters Header fields
Cor Data Size (1o 65,535 bytes)
Corf Packets number (0 to 99,999,989} | 0 (0 = infinite value)
* Fix 1460
Corf Packet Contents (00 to FF hexa byte)
" Random max
Corl | & Packets generator & Fix 5A
~
on © Random it S Alternate size-1 size-2
Incraasmgi
S " Alternate value—1 value-2 Dggreagmg max step
Corf :
Increasing /
-
o Decreasing min max step
Corn (See Forewarnings menu please)
Law : data wolume to send
Cor| ,7 ,—‘
Cor
¢ Mathematical law k2| i e
Uniform law
Range :[9.77 KB, 2.38 MB] & max step
Filename ol
(" File to send x
RTT Option TOS (1 hexa byte) Time To Live (TTL)
" Yes + No Value |00 Value |00

When one of these two options is selected, "LanTrafficV2” generates the trafiic in best effort to respect the throughput chosen

Mean Throughput (1 to 99,999 Pkts/s §

—

Help
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The IP address may be PC #1 (192.168.0.2) or any IP address (ANY_ADDRESS).
Assuming you have selected the port number as 2010 and the TCP protocol, then select
the receiving working mode ‘Absorber Gen.” (Absorber + Generator).

The button 'Param.' is enabled to change the generator's parameters.

Just select the unlimited number of packets (Packets number = 0) and the packet size to
1460. The throughput is limited to 512kbps: check the ‘Use value’ box in the ‘Mean
Throughput’ group box and enter 512 in the edit field.

To start the Receiver, push the 'Start Receiving Traffic' button.
To establish the connection go to the PC #1.

____ The traffic will start when the connection will be established with the PC#1.
.ir Because the PC #2 is in receiving mode, it can’t establish the connection by itself: it
¥ should wait for PC #1 to establish the connection before being able to transfer data.

8.4.2 PC #1 parameters
Start “LanTraffic V2” on PC #1 and select the "Sender — Parameters" tab.

i LanTrafficy2

File Edt Configuration Fie Downloading Automation Tool Help

Sender - Parameters ‘Senﬂer-Traﬁ'\E+Statistm5 Receiver - Traffic + Stalistics | Throughput Graphics
Destination Parameters Save the Received Dala & Unitary Mode " Automatic Mode

IP Address or Host Name ~ Protocel=  Port~ Filename Traffic Generator

TcP w||2010 Browse #01 Generator | Parameters #01

Connection #01 | »| [ 192168.0.23

Conni
Conng
connd [ Step1: Selectthe traffic generator type Step2: Specify Data size and packets parameters

First of all, select the traffic generator which is going to be used on this connection. Inthis step, define Data Size and packets parameters as well as
Conng the delay between each sent packet or specify values for some IP
Cont Packets Generator Parameters Header fields.

Data Size (1 to 85,535 bytes)
Conng Packets number (0 to 99,999,999) | 0 (0= infinite value)

Conng Packet Contents (00 to FF hexa byte) Lk it
conng | & Packets generator & Fix H _sHlandon i S
Conng  Random ’— i ’— g (" Alternate size-1 size-2
oy " Alternate ,7 value-1 ’7 value-2 o ggrcar:::a’-\lr?gi ’— eIt ’— max’— SR
Conng
Conng » :;:L?::;;TEQI ,7 g ’7 = ’7 step
Sonog o) (See Forewarnings menu please)
Connd Law : data volume to send -~ ’_ = ’_ max
e " Mathematical law J g a Ve Sl
: Uniform law
Range : [9.77 KB, 2.38 MB] 3 min max step

- Filename
" File to send
RTT Option TOS (1 hexa byte) Time To Live (TTL)

’_ ’_ " Yes  No Walue m Value ’ﬁ

J

Step 3 (Optional): Enable a throughput limit
‘When one ofthese two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen

Mean Throughput (8 to 999,889 Khis) Mean Throughput (1 to 99,999 Pkisis

(+ Data size adjustabl
W Usevalue ’W SRcesctn b - ’—

" Inter packet delay adjustable

........ = e | b |

The connection #01 will be used in this example. Enter the IP address of PC #2
(192.168.0.23), select the TCP protocol and enter the port number 2010 (same as PC #2).
To change the traffic generator, click on the 'Parameters #01' button. Select the unlimited
packet number with 0 in the packet number field; the packet size is 1460 bytes. The
throughput is limited to 128 kbps: check the ‘Use value’ box in the ‘Mean Throughput’
group box and enter 128 in the edit field.

Then select the "Sender — Traffic + Statistics" tab and click on the 'Start #01' button.
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8.5 Generating multicast IP traffic

The next figure shows how to generate IPv4 multicast traffic (see multicast remark).
Multicast traffic is based on the UDP protocol. Its characteristic is that multiple receivers
can get data from one source — or sender — just indicating from which source they would

like to receive data.

PC 1

==

PC 3
192.168.0.37

==
= PC2

LanTraffic V2
192.168.0.2

LanT raffic V2 r )
[=—]
L]

LanTraffic V2
192.168.0.23

8.5.1 PC #2 and PC #3 parameters

Let us assume PC #2 and PC #3 are set in the Receiver mode, whereas PC #1 is the
Sender (server). Start “LanTraffic V2” on PC #2 and select the "Receiver — Traffic +

Statistics" tab.

S LanTrafficv2

Fie Configuration File Downloading  Automation Tool Help

Listening To

Port, Protocol,

Sender - Parameters | Sender - Traffic + Statistics Receiver - Traffic + Statistics ‘ThmughputGrapmcs

Coming From Working Mode Statistics (based on application data)
Rx Tx Tx
Remote IP Address or Host Name Throughput Velume Throughput Velume Jitter

Connection#01 | - |

| | #1l ooobis 08 0.00bis 08| NA

Connection#02 | |

=] Brovse sz | g opme 0B 0.00bis 08 NA

Connection#03 | |

=] Frovsefaoa|l 5o 0B 0.00bis 08 NA

Connection#04 | | |

Connection#05 | |

[
\
[ i I Y e 08 0.00bis 08 NA
\

Connection#06 - |

Connection #07 | - |

Connection #08 | - |

=l #0510 o0bis 0B 0.00bis 08 N

#06| goobis 0B 0.00bis 0B MM
=] 7 goows 0B 0.00bis 08 Nm
=l #08 0.00bis 0B 000bis 08 NA

Connection #03 | | |

Connection #10| | |

k4| #10 0.00 bis 08B 000bis 0B NA

Connection#11 | 2 |

= #1 000 bis 08B 000bis 08 NA

Connection#12 | | |

\
\
[ =] #09 0.00bis 08 000bis 08| WA
\
\
|

=] #2 000 bis 0B 000bis 08 NA

Connection #13 | | |

#13 0.00 bis 08B 000bis 0B WA

Connection #14 | - |

[ = #14||  po0bis 08 000bis 08 NA

Connection#15 | |

[ =1 #5||  oo0bis 08 000bis 08 NA

Connection #16 | - |

i R K 0 I R I R R RS

Export Statistics into a File

Export is disabled

[ = #6||  000bis 08 0.00bis 08 NA

‘ Stop Receiving

Choose Columns Reset Display
Traffic

- .
——

Receiver Statistics (based on application data)

Active Connections 16 (TCP Connections: 0 - UDP Connections: 16)

Stop Receiver Total Sending Throughput | 0.00 bis Total Receiving Throughput | 0.00 bls

Just select the IP multicast address 225.0.0.1, port number (2010) and UDP as protocol.
The Receiver mode should be 'Absorber' because multicast traffic is unidirectional by
nature. To start Receivers, click the 'Start Receiving Traffic' button on both PCs.
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8.5.2 PC #1 parameters

PC #1 is used as the Sender.
Start “LanTraffic V2” and select the "Sender — Parameters" tab.

1 LanTrafficy2

Ele Edit Configuration File Downloading Automation Tool Help

Sender - Parameters I Sender - Traffic + Statistics | Receiver - Traffic + Statistics | Throughput Graphics
Destination Parameters Save the Received Data 1 ™ Unitary Mode " Automatic Mode

IP Address or Host Name » Protocole  Porte Filename Traffic Generator

Connection #01 | ¥| [226.0.0.1 |upe ~] 2010 Browse #01|| | Generator |Parameters #01

Connection #02

LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)
Connection #03 | N

Step1: Selectthe traffic generator type Step2: Specify Data size and packets parameters
Connection #04 | M | Firstof all, select the traffic generator which is going to be used on this connection. In this step, define Data Size and packels parameters as well ag
the delay between each sent packet or specify values for some [P

Connection #05 | M Packets Generator Parameters Header fields

Data Size (1 to 65,535 bytes)
Connection #06 | M Packets number (0to 99,999,938 | 0 (0= infinite value}

@« Fix 572
Connection #07 | N Packet Contents (00 to FF hexa byte)

~ ’— ’—
Connection 208 | ¥ & Packets generator « Fix A Randomn S i

- " Alternate size-1 size-2
Connection #09 | W " Random min max i /i
1 ncreasing

. t

Connection #10 | Y LA value-1 value-2 Decreasing iy max siep
Increasing /
r
Connection #11 | Y Decreasing Al B T Inter Packet Delay (0 to 9,993 ms)
Connection #12 | N & Fix (See Forewarnings menu please)
Law : data volume fo send

Connection #13 | Y " Random min max
Connection #14 | M :l 4 " Alternate

" Wathematical law
Uniform law

,—
value-1 value-2
,_

1377

Connection #15 | ¥ Increasing/
B Range :[9.77 KB, 2.38 MB] C Decreasing min max step
Conneclion #16 | Y Silanate ~ .
law J

" File to send
RTT Option TOS (1 hexa byte)— ~Time To Live (TTL)

E s [0 @« ¥eg " No value [00° value [00

[ Step 3 (Optional): Enable a throughput limit
When one of these two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen.

Mean Throughput (8 to 929,999 Kbis) Mean Throughput (1 to 89,999 Pkis/s )
o
[~ Usevalue ™ Use value (only for UDP connection)
£ ’_ _

oK | Cancel | Help J

Assuming the connection #01 is selected and then enter the IP address 225.0.0.1".

Then select the port number as PC #2 and PC #3 (2010) and the UDP protocol. Press the
'Parameters #01' button to set traffic generator parameters. Enter the packet number and
the packet size and the inter-packet delay: 2 in this example.

To start the Sender, select the 'Sender — Traffic + Statistics' tab and press the 'Start #01'
button.

If the hub does not filter multicast traffic and if your NICs accept the multicast address
selection, PC #2 and PC #3 should receive the same number of packets (the number sent
by PC #1).
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8.6 IPV6 connection

To check the IPv6 throughput between two PCs, you may use a crossed-cable as shown
in the next figure or a switch.

PC1 PC 2
- : _I O= - : _I o=
LanTraffic V2 LanTraffic V2
FE80::208:A1FF:FE14:3DF5 FEB80::204:76FF:FE9F:F8A7

8.6.1 PC #2 parameters

Start “LanTrafficV2” on PC #2 and select the "Receiver - Traffic + Statistics" tab.
Click on the black arrow to select IP version 6 for the connection #01.

I LanTrafficy2

File Edit Configuration File Downloading Automation Tool Help

Sender - Parameters ] Sender - Traffic + Statistics Receiver - Traffic + Stalistics ‘ Throughput Graphics ]

Listening To Coming From Working Mode Statistics (based on application data)
Rx Tx TX
Port, Protocol, || Remote IP Address or Host Name Throughput Volume Throughput Volume Jitter
Connection#01| *|[2008  [TcP || [ANY_ADDRESS |Absorber v | #01

LanTrafficV2 - Local IP Address and IP Version selection for connection #01

Select an Interface in the List below.

Default: Interface chosen by the system (IPv4 and IPvE available) j

MNate: IPVE is enly available with Windows XP.
SelectIP Version i

" Use only IPv4

& Use only IPv6
Current Parameters of this Connection

IP Address or Host name: ANY_ADDRESS
IP Address after Resolution: =0

IP Version: IPvE
Selected Interface: Default: Interface chosen by the system (IPv4 and IPv6 available)

Q O 0O o o 0 0 o 0 0 0 O O O O

Cancel ‘ Help |

BT S anS e T g T

4 Start Receiving
Parameters Exportis disabled Trafic

’—- . . o Start Receiver ’— _.

‘ Choose Columns Reset Display

To select IPv6, you don’t need to select an interface from the “Receiver — Traffic +
Statistics” tab.

You may check parameters using the black arrow tooltip by moving the mouse over the
arrow of the connection #01.
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Listening To ... Coming From ... Warking
FPort, Frotocol,| Remote IP Address or Host Name
Connection #01 | *| | 2009 |TCP w || | ANY_ADDRESS Absorbel

Caonnection #02 | _AClick to select the network interface and IP Version to use with the connection #01

Connection #03 | _fConnection #01

IF Address or Host Mame: ANY_ADDRESS

Connection #04 | NIP Address after resolution: ::0

IP Version: IPvo
Connection #05 | _N5elected Interface: Interface chosen by the system (IPv4 and IPvE available)

[
[
[
[

:'T" LanTrafficV2

File Edii Configuration File Downloading Automation Tool Help

Sender - Parameters | Sender - Traffic + Statistics RECEi\feF-TramC+Stati5ﬁ05]ThroughputGraphics

Connection #04 | | |

[ossner =] Eveems

Connection #05 _J]

[osoner =] Bovee s

Connection #06 | - |

Connection #07 | | |

fosoner =] Eovee

Connection #08 | - |

[rsener =] Eovee ms

Connection #10 | | |

Erovze [#10

Connection#11 | - |

osster =] Goves

Connection #12 | - I

e

Connection#13 | 1 |

[rosaner =] Bove |13

Connection #14 | | |

oot <] ervee o

Connection#15 | |

Listening To ... Coming From ... Working Mode Statistics (based on application data)
Rx Tx Tx
Fort, Protocol, | Remote IP Address orHost Mame Throughput Volume Throughput Volume Jitter
Connection #01 | - | | _J == |#01
Connection #02 | | | " = |#02
Connection #03 | | | i

Ldididididididicididididicididic

|
|
|
|
|
|
|
|
Connection #09 | __ | |
|
|
|
|
|
|
|

s =] Erovee w1

Stop Receiving
Traffic

Connection #16 | __ |

Export Statistics into a File

Export is disabled Choose Columns

Reset Display

Receiver Statistics (based on application data)

Al Active Connections 0 (TCP Connections: 0 - UDP Connections: 0)
I Stop Receiver Total Sending Throughputi 0.00 bis Total Receiving Throughput | 0.00 bis

Assuming the connection #01 will be used, enter the IP address ANY_ADDRESS, the port
number here is arbitrary selected to 2009. Select the TCP protocol and the receiving
working mode to ‘Echoer’. The echoer mode is useful to check full-duplex speed transfer.
Start the Receiver by pressing the 'Start Receiving Traffic' button.

8.6.2 PC #1 parameters

Start “LanTraffic V2” on PC #1 and select the "Sender — Parameters" tab.
The connection #01 will be used in this example. Change the IPv6 by clicking on the black
arrow. For the Sender part, it is mandatory to select an Interface to select the IP version 6.
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LanTrafficV2 - Source IP Address and IP Version selection for connection #01

Select an Interface in the List below.
Local Area Connection (IPvd Address: 192.168.0.78 - IPvG Address: FEB0:20B:0BFF-FE95:30BF) ﬂ

Warning: If you want to use IPvE, you must select an interface in the list above.
MNote: [PV is only available with Windows XP.
Select IP Version
™ Use only IPvd
* Lse only IPvG

Current Parameters of this Connection

IP Address or Host name: LanTrafficV2 Receiver. IPvb

IP Address after Resolution: FEE0::204:76FF.FE9F.F8AT

IP Version: IPvE

Selected Interface: Local Area Connection (IPv4 Address: 192.168.0.78 - IPv6 Addres=: FES80::20B:DBFF-FE95:3DEF)

Cancel ‘ Help |

Then, enter a canonical IP address for PC #2, select the TCP protocol and enter the port
number 2009 (same as PC #2). To change the traffic generator, click on the 'Parameters
#01' button.

LanTrafficV2

Elle Edit Configuration File Downloading Automation Tool Help

Sender - Parameters ] Sender - Traffic + Statistics | Receiver - Traffic + Statistics | Throughput Graphics |

Destination Parameters ~Save the Received Data (¢ Unitary Mode  Automatic Mode
IP Address or Host Name Protocol»  Port- Filename Traffic Generator
Connection#01 | |LanTraﬁ'|cV2 Receiver.|PvE |TCF ﬂ ‘2009 Browse #01 Generator  Parameters #01
Connection #02 5 3 L ‘. 5
LanTrafficV2 - Traffic Generator Parameters - Sender Unitary Testing Mode (connection #01)
Connection #03 | |
Step1: Select the traffic generator type Step2: Specify Data size and packets parameters
Connection#04 | | | First of all, select the trafic generater which is going to be used on this connection Inthis step, define Data Size and packets parameters as well as
the delay between each sent packet or specify values for some IP
Connection #05 | | Packets Generator Parameters Header fields:
-Data Size (1 to 65,535 bytes)
Connection #06 | Packets number (0 to 99,999,999) [0 (0 = infinite valug)
& Fix 1440
connecion 217 |. ] Packet Contents (00 lo FF hexa byte)
~ ,— ,7
Connection#08 | | | & Ppackets generator @ Fix 54 gender i
-~
Connection#09 | * Random i S Alternate size-1 size-2
Increasing /
Connection #10 | | " Alternate value-1 value-2 £ Decreasing I step
Connection #11 Ny
T Decreasing L P step - Inter Packet Delay (0 to 9,999 ms)
Connection#12 | |
& Fix (See Forewarnings menu please)
Connection #12 Law : data volume to send
3 " Random
Connection #14 | | i
 Mathematical law = " Alternate value-1 value-2
Connection #15 Unifarm law
E Increasing / .
Range :[9.77 KB, 2.38 1B g min max ste
Connection#16 | o 1 Peocany ’

Filename ~ Mathematical 'ﬁ .
law
(" File to send ‘ Br
RTT Option TOS (Only for IPv4) | - Hop Limit

[+ : o  Yes & No jalue [00 Value [00 H

Step 3 (Optional): Enable a throughput limit
‘When one ofthese two options is selected, "LanTrafficV2” generates the traffic in best effort to respect the throughput chosen

Mean Throughput (8 to 999,999 Kb/s) Mean Throughput (1 to 99,999 Pkis/s )

= L
[~ Usevalue r i e L neci

£ g |

Cancel ‘ Help J

Select the unlimited packet number with 0 in the packet number field; the packet size is the
best with 1440 bytes long. The inter-packet delay should be 0 for the maximum
throughput.
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The summary tooltip may be used to check the IP version parameters.

Destination Parameters Save the Received Data {*
IP Address or Host Mame - Frotocol- Port- Filename
Connection #01 | ¥ | LanTraficy2 Receiver.IPve |TCPﬂ |2EIEIQ Browse #01 el

Connection #02 | |Click to select the network interface and IP Yersion to use with the connection #01 P

Connection #0323 | |[Connection #01 i
IF Address or Host Mame: LanTrafficV2.Receiver. IPvE |
Connection #04 | [IP Address after resolution: FES0::204:76FF:FESF:FBAT p!
IF Version: IPvo L
Connection #05 | |Selected Interface: Local Area Connection (IPv4 Address: 192.168.0.78 - IPvS Address: FES0:: 208:DBFF:FES5: 30EF) [

Then select the "Sender — Traffic + Statistics" tab and click on the 'Start #01' button.

The throughput columns for the PC #2 Sender and PC #1 Receiver will show the
throughputs. Best throughput depends mainly on the CPU, memory and NIC quality. If
PCs used are different, choose the most powerful PC as the Receiver.
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8.7 Source/Local IP Address and Interface requirements

Some features of “LanTraffic V2” require selecting an Interface, a Source IP address
(Sender) or a Local IP address (Receiver).
Interface selection is required in the following cases:

“LanTraffic V2” acting as: Sender Receiver
IP Version IPv4 IPv6 IPv4 IPv6
. Interface Interface Interface Interface
Unicast . . . )
selection not: selection selection not | selection not
exchange . . . :
required required required required
. Interface Interface Interface Interface
Multicast . . . .
selection not . selection selection not selection
exchange . . . .
required required required required

Consequences when an Interface is selected
For the “LanTraffic V2” Sender, selection of an Interface implies that a source address is
fixed with the following consequences:

1. Every packet sent gets the Source IP address selected as source IP address,
whatever the destination is.

2. Destination addresses should match the network mask and scope associated to the
selected source |IP address.

3. When IP address resolution is involved, DNS should be configured for this interface
and this/these DNS should be able to resolve the addresses entered.

Examples:
e Source IP Address 192.168.0.23 with 255.255.255.0 as network mask and no gateway.
Destination IP Addresses matching are: 192.168.0.X with X between 1 and 255.
e Source IP Address 192.168.0.23 with 255.255.255.0 as network mask and no gateway.
DNS 192.168.1.1 cannot be reached. IP address resolution is not available: canonical addresses
are invalid, except the ones defined in the local HOSTS file.
Destination IP Addresses matching are: 192.168.0.X with X between 1 and 255.

For the “LanTraffic V2” Receiver, selection of an Interface implies that a local address is
fixed with the following consequences:

1. The TCP/IP stack compares every packet received to the local IP address and its
network mask, whatever the source is. Packets matching are the only ones send to
the relevant connection of “LanTraffic V2”.

2. When IP address resolution is involved, DNS should be configured for this interface
and this/these DNS should be able to resolve the addresses entered.
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3. When Echoer or Absorber/Generator modes are selected, the return IP address or
Host name should match the network mask and scope associated to the selected
source IP address.

Examples:

e Local IP Address 192.168.0.23 with 255.255.255.0 as network mask and no gateway.
Packets with Destination IP Addresses matching are: 192.168.0.X with X between 1 and 255.

e Local IP Address 192.168.0.23 with 255.255.255.0 as network mask and no gateway.
Packets with source IP address 192.168.1.1 cannot reach this connection.
It is no sense to define a source IP address out of the local IP addresses range.

e Local IP Address 192.168.0.23 with 255.255.255.0 as network mask and no gateway. When
Echoer or Absorber/Generator modes are selected, packets are sent back only to the
Destination IP Addresses matching 192.168.0.X with X between 1 and 255.
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PART 9 Annexes
9.1 Mathematical laws used by "LanTraffic V2"

“LanTraffic V2” application is based on the use of laws of random number generation to
determine starting time connection and data volume to send. Three mathematical laws are
available. Uniform and Exponential laws are used for starting time connection and data
volume. Pareto’s law is only used for data volume.

The mathematical laws are used:

= for the unitary mode when mathematical law data source is selected. In this case, only
data volume laws are available.

= for the automatic mode: to define the starting time connection generation and data
volumes laws.

Hereafter is a detailed presentation of each mathematical law.
9.1.1 Uniform law

e Presentation

This law is available for starting time connections generation and data volume to send.
Uniform law has two parameters: o and B. It generates a random number included
uniformly between o and B. If a is equal to B, the generated number is always o = .

With Uniform law, unit used is millisecond for starting time connection generation laws and
byte for data volume to send laws.

e Mathematical function

Uniform law on (a, ) range

fx)=1/(f-a) if a<x<p
f(x)=0 else

e Uniform law - example of generated values for 1000000 draws for this law with: & =0
and # =100

The factor 1000000 is because the figure intents to show the actual behavior of the
random generator. To do that, we draw 1000000 times a random value and count the
actual frequencies. The theoretical (= calculated values) curve and actual (= generated
values) curve are displayed below.
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Uniform law
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9.1.2 Exponential law

e Presentation
This law is available for starting time connections generations and data volume to send.

Exponential Law has only one parameter: . The more A is small, the more the power of
10 of the generated number is high.

Unit is millisecond for starting time connection’s generation laws and byte for data volume
laws.

e Mathematical function

Exponential law (1 > 0)
f(x)=Ae™ if x>0
f(x)=0 if x<0

e Exponential law - example of generated values for 1000000 draws with: A=01

The factor 1000000 is because the figure intents to show the actual behavior of the
random generator (not to show the theory of the exponential law). To do that, we draw
1000000 times a random value and count the actual frequencies. The theoretical
(=calculated values) and actual (=generated values) curves match perfectly for bigger
values.
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s+ Exponential law- Table of generated values:

Values Starting time laws results Data volume laws results
A=1 10 ms 10 bytes
A=0,1 100 ms 100 bytes
A =0,01 1s 1 Kbytes
A =0,001 10s 10 Kbytes
A =0,0001 1mn 43 100 Kbytes
A =0,00001 17mn 19 1 Mbytes
A =0,000001 2h 53 10 Mbytes
Precision limit for A
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9.1.3 Pareto Law

e Presentation

This mathematical law is available only for data volume generation in unitary and
automatic testing mode.

Pareto’s law is based on two parameters: @ and £. a unit is the final unit of the volume.

does not have unit because it represents a coefficient of variation of result around the a
value.

The following values have been noticed:

£ =1000 Result very near to a

£ =100 Result very near to a

f=15 Result between the interval [a, a x 2] (estimation)

p=1 Result between the interval [a, £, Sis very high (a x 1000000)
£=0,1 Result two high — Calculation bursting.

Pareto’s law offers the advantage to generate a result statically very near to a, but it can
generate in some exceptional cases a number very far from a.

e Mathematical function
Pareto law (a, 5 >0)

f(x)= fa’x """ if x>a
f(x)=0 if x<a

BB~ _
e Pareto Law - example of generated values for 1000000 8a”x~"" with: @ =10 gang A =1,
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9.1.4 Gauss law

e Presentation

The Gauss law has two parameters: u (average) and o (standard deviation).

With this law, unit used is millisecond for starting time connection generation laws and byte
for data volume to send laws.

e Mathematical function
Gauss law on (- ,+x) range
_(X—Af)

20 for xe R, with average x and variance 52

1
f(x)—me

o Gauss law - example of generated values with: # =50 ango =10
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9.2 “LanTraffic V2” Traces

In case of problem when using “LanTraffic V2, the trace functionality allows to retrieve in a
file or in a debug window, information regarding Winsock exchanges made by “LanTraffic
V2”.

Traces activation is done by modifying directly in the registry database of Windows, the
value of DEBUGLEVEL in the key \HKEY LOCAL MACHINE\SOFTWARE\LanTrafficV2

DEBUGFILENAME parameter defines the name for the file receiving traces.
You must reset manually content of this file to avoid disk space wasting.

If the DEBUGFILENAME parameter is not selected (empty chain), traces are sent to the
debug standard output -via OutputDebugString — for use with an external trace tool (e.g.
‘Softlce’ or the Microsoft Development environment).

“LanTraffic V2” application must be restarted after “Debuglevel” or
“DebugFileName” parameter modification.

A

9.3 “LanTraffic V2” configuration parameters saved in the
registry

The based key to access parameters is \HKEY_LOCAL_MACHINE\SOFTWARE\LanTrafficV2.
Updated information about Registry is available in the file “Version.txt” delivered with the
“LanTraffic V2” software.

General parameters may be changed by the user to configure “LanTraffic V2” to the local

environment or to specific needs.

A\

Parameters associated to the help should not be changed without express
recommendation from ZTI Support to avoid help unusable.

9.3.1 General configuration parameters

Key name Type Default value Description
AutomatonDebugFilename REG SZ AUT_DEBUG.LOG | User defined.
AutomatonDebuglLevel REG_DWORD 0x0 0x00000001 Errors
0x00000100  Addition of the current time
0x00010000  Put Debug information into
the file defined by AutomatonDebugFileName
AutomatonPath REG_SZ Installation Full path name to the location of the
dependent automation tool used by "LanTraffic V2"
DebugFileName REG Sz LTV2_DEBUG.LOG | User defined
Debuglevel REG_DWORD 0x0 0x00000001 Errors
0x00000002  Important information
0x00000010  Winsock return codes
(partial)
0x00000020  Trace Receiver statistics
(inter-packet delay in reception & time used
to send when echoing)
0x00000100  Addition of the current time
0x00000200  Addition of Statistics
0x00001000  Verbose information
0x00010000  Put Debug information into
the file defined by DebugFileName
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Key name Type Default value Description
LTV2PATH REG_SZ Installation Full path name to the location of "LanTraffic
dependent V2" used by the automation tool.
SendTimeOut REG_DWORD 10 number of seconds for Winsock2 to send
data. Required for the Echoer mode
TCPConnectRetryCounter | REG_DWORD 0x1 Number of retry to establish a TCP
connection
TCPInactivity REG_DWORD 5 TCP Inactivity tempo (seconds). The receiver
stops the connection if no data is received
during this time.
TCPNoDelay REG_DWORD 0x0 0x0 : Nagle algorithm enabled
Other value: Nagle algorithm disabled
TCPReceiverPacketSize REG_DWORD 8192 Defines the packet size provided to Winsock2
WSARecv function call in bytes.
UDPInactivity REG_DWORD 5 UDP Inactivity tempo (seconds). In the
Receiver tab, the Generator of the
Absorber/Generator connection stops when
no data is received during this time.

A\

parameters.

"LanTraffic V2" application must be restarted after each modification of these

9.3.2 Help configuration parameters

A

These parameters are for information only.
They should not be changed without express recommendation from ZTI support.

Key name Type Description
ACROREADINFO REG_SZ Reserved
ACROREADTIMER REG_DWORD Reserved
HELP-AUTOMATICPARAM REG_DWORD Reserved
HELP-EDIT-LAWS-AUTOMATIC-STARTING REG_DWORD Reserved
HELP-EDIT-LAWS-AUTOMATIC-VOLUME REG_DWORD Reserved
HELP-EDIT-LAWS-UNITARY-VOLUME REG_DWORD Reserved
HELP-EXPORTSTATS-SENDER REG_DWORD Reserved
HELP-EXPORTSTATS-RECEIVER REG_DWORD Reserved
HELP-FILEDOWNLOADING REG_DWORD Reserved
HELP-MENU REG_DWORD Reserved
HELP-PARAMCNX-SENDER REG_DWORD Reserved
HELP-PARAMCNX-RECEIVER REG_DWORD Reserved
HELP-THROUGHPUT REG_DWORD Reserved
HELP-UNITARYPARAM REG_DWORD Reserved
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9.4 Default values of a context
The default values when opening a new context are:

e Sender - Parameters

Interface: Interface chosen
by the system

IP version: IPv4

IP address: NO_ADDRESS

Port Number: 2009

Protocol: TCP

Testing mode: Unitary Mode Data source: Packet generator (number of
packets: infinite, packet
contents: fix = 5A)

e Sender - Traffic + Statistics

Packets size:

Fix = 1460 bytes

Inter Packet Delay:

Fix =20 ms

RTT option:

No

TOS value:

0

TTL value:

0

Columns for the statistics

Tx Throughput
Tx Volume

Tx Packets

Rx Throughput
Rx Volume

Rx Packets
Jitter

Clear on Stop:

Unchecked

Export Statistics into a File:

Export is disabled

Maximum size:

10 MB

e Receiver - Traffic + Statistics

Interface: Interface chosen by the system
IP version: IPv4
IP address: ANY ADDRESS
Port number: 2009
Protocol: TCP
Working Mode: Absorber
Columns for the statistics Rx Throughput
Rx Volume
Tx Throughput
Tx Volume
Jitter

Export Statistics into a File:

Export is disabled

Maximum size:

10 MB

e Throughput Graphics

Refresh time for graphic display:

2 sec

Physical Link Throughput:

10 Mb/s
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e Configuration

General Parameters
Refresh time: 2 sec
Throughput sampling period: 5 sec
Timeout for TCP packets echoed: 500 ms
Timeout for UDP packets echoed: 700 ms
LanTraffic V2 Buffer size
Receive buffer size: 8192
Transmit buffer size: 8192
| AutoComplete ... | Enable
e File transfer
| Port number: | 2500 |
e Sender and Receiver statistics file
| Maximum size: |10 MB |
e Data volume mathematical laws
Name Type Parameters Range
Default Uniform Alpha = 10,000 |[9.77 KB, 2.38 MB]
Beta = 2,500,000
Small Volume Uniform Alpha = 5,000,000 |[4.77 KB, 9.54 MB]
Beta = 10,000,000
High Volume Uniform Alpha = 110,000,000 | [105 MB, 0.98 GB]
Beta = 1,050,000,000
Variable Uniform Alpha = 11,000,000 |[10.5 MB, 885 GB]
Beta = 950,000,000, 000
e Starting time mathematical laws
Name Type Parameters Range
Default Uniform Alpha = 20 | [20 ms, 50 ms]
Beta = 50
Close connection law Uniform Alpha = 100 | [100 ms, 200 ms]
Beta = 200
Far off connection law Uniform Alpha = 10,000 |[10 s, 20 s]
Beta = 20,000
Variable connection law Uniform Alpha = 1 |[1 ms, 1 mn 40s]
Beta = 100,000
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